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Chapter 1
Summary

PRINCIPAL FINDINGS

The Strategic Defense Initiative Organiza-
tion (SDIO) currently advocates planning for
athree-part ‘‘phased (ieployment’’ of ballistic
missile defense (BMD) systems, with each
phase providing an increment of strategic ben-
efits while preparing the way for the next
phase. The first phase would be intended to
... compel Soviet operational adjustments
and compromises by reducing the confidence
of Soviet planners in predicting the outcomr~
of a ballistic missile attack.” The second phase
would be intended to negate Soviet abilities
to destroy many stratcgic targets, and the
third to “‘eliminate the threat pnsed by nuclear
ballistic missiles.” The exact composition and
timing of each phase are still under study, but
some tentative system ‘‘architectures’” have
undergone preliminary analysis.

Finding 1: After 30 years of BMD research,
including the first few years of the Strategic
Defense Initiative (SDI), defense scientists and
engineers have produced impressive technical
achievements, but questions remain about the
feasibility of meeting the goals of the SDI. The
SDIO has identified most of the gaps between
today’s technology and that needed for highly
effective ballistic missile defeases; it has ini-
tiated programs to address those gaps. It
should surprise no one that many technical is-
sues remain unresolved, especially when one
considers that the SD1 has so far had time and
euthorization to spend only a fraction of the
money that the Fletcher Commission esti-
mated would be necessary to assess BMD fea-
sibility. The SDIO argues that application of
sufficient resources will resolve the outstand-
ing issues.

Finding 2: Given optimistic assumptions
(e.g., extraordinarily fast rates of research, de-
vilopment, and production), the kind of first-

Note: Complete definitions of acronyms and initialisms
are listed in Appendix B of this report.
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phase system that SDIO is considering might
be technically deployable in the 1995-2000
period. Such a system might include:

 space-based hit-to-kill vehicles for attack-
ing missile boosters and post-boost vehi-
cles (PBVs) and

o ground-based rockets for attacking war-
heads before reentry into the atmosphere.

Depending on whether U.S. deployment
schedules couid be net, the effectiveness of
countermeasures that should be available to
the Soviets in ‘hat period, the numbers of
offcasive weapons they had deployed, and the
nature of the attack, such a system might de-
stroy anywhere from a few uj: to a modest frac-
tion of attacking Soviet intercontinental bal-
listic missile (ICBM) warheads.

Again depending on ihe effectiveness of So-
viet countermeasures, the BMD system might
be able to carry out a strategy of “adaptive
preferential defense,” allowing it to protect
successfully a useful fraction of certain sets
of U.S. military targets.'

Additional defense capabilities would soon
be needed to sustain this level of defense
against either increased or more advanced, but
clearly feasible, Soviet offenses.

One key to sustaining and improving defense
capabilities in the 2000-10 period would be de-
velopment of technologies to discriminate be-
tween missile warheads and decoys so that
ground- and satellite-based rockets could ef-
fectively attack warheads in space. Assuring
functional survivanility of space-based sys-
tems would also be essential (see Finding 4).

'SDI0 officials argue that deniul to the Soviets of high confi-
dence of destroyir-Z as many of these targets they would like
(as estimated by U.S. planners) would enhunce deterrence of
an aggressive nuclear attack.
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As the Soviets phased in faster burning, faster
weapon-dispensing ballistic missiles, it would
probably be necessary to develop and deploy
dxrected-encrgy wea ' Ir 3 to intercept missiles
in the boost phase and post-bovst phases.

Given higher annual funding ie tls than so
far approp-iated, the SDI research and tech-
nology program might esteblish in the mid-
to-late 1990s whethc: the components needed
for warhead/decoy discrimination in a second-
phase system would be feasible for deployment
in the 2000-19 period. Also assuming higher
funding levels than in the past, by the mid-to-
late 1990s the SDI may determine the techni-
cal feasibility of deploying BMD directed-
eneryy weapons in the 2005-15 period. The cost
and survivability of such weapons will be
amoag the key issues.

Finding 3: A rational commitment toa‘‘phase-

one” development and deployment of BMD
before the second and third phases had been
proven feasible, affordable, and survivable
would imply: a) belief that the outstanding
technical issues will be favorably resolved
later; b} willingness to settle for interim BMD
capabilities that would decline as Soviet of-
fenses improved; or, c) belief that U.S. efforts
will persuade the Soviets to join in reducing
of fensive forces and moving toward = defense-
dominated world.

Finding 4: The precise degree of BMD sys-
tem survivability is hard to anticipate, because
it would depend on the details of measures for
offensive attack on the BMD system and defen-
sive countermeasures, on the tactics employed
by each side, and on the inevitable uncertain-
ties of battle. It appears that direct-ascent
nuclear anti-satellite weapons (DANASATS)
would pose a significant threat to all three de-
fense systein phases, but perticularly to the
first two. Numerous DANASATS could be
available tc the Soviets in the mid-1990s (e.g.,
ballistic missiles relying on mature technology,
could probably be adapted to this role.) Such
weapons deployed in quantity, especially with
multiple decoys, would threaten to degrade se-
verely the performance of a first- or second-
phase BMD system. SDIO officials say. how-

ever, that adequate survivability measures
could meet this threat. If the Soviets chose to
attack the U.S. BMD satellites during em-
placement, they might prevent full system de-
ployment and operation altogether.

Finding 5: There has been little analysis of
any kird of space-based threats to BMD sys-
tem survivability. SDIO analyses assume that
U.S. BMD technologies will remain superior
to Soviet technologies (although such superi-
ority would not necessarily guarantee U.S.
BMD system survivability). In particular,
SDI1O and its contractors have conducted no
serious study of the situation in which the
United States and the Soviet Union both oc-
cupy space with comparable BMD systems.
Such a situation could place a high premium
on striking first at the other side’s defenses.
The technical (as well as political) feasibility
of an arms control agreement to avoid such
rautual vulnerability remains uncertain.

Finding 6: The survivability of BMD sys-
tems now under consideration implies unilat-
eral U.S. contrel of certain sectors of space.
Such control would be necessary to enforce
“kecp-out’’ zones against Soviet anti-satellite
weapons or space mines during and after U.S.
BMD deployment. Most BMD weapon tech-
nologies would be useful in an anti-satellite role
before they reached the levels of power and pre-
¢ sion needed for BMD. Thus, the Soviets
would not need to achieve BMD capabilities
to begin to challenge U.S. control of, or even
access to, space.

Finding 7: The nature of software and ex-
perience with large, complex software systems
indicate that there may always be irresolva-
ble questions about how dependeble BMD soft-
ware would be and about the confidence the
United States could place in dependability esti-
mates. Existing large software systems, such
as the long-distance telephone system, have
pecome highly deperdable only after extensive
operational use and modification. In OTA'’s

- judgment, there would be a significant prob-

ability (i.e., ore large enough to take seriously)
that the first (and presumably only) time the
BMD system were used in a real war, it would
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Preface

This report is the unclassified version of a classified document delivered to
Congress at the end of August 19&7. In attempting to reach agreement with the
Department of Defense on what information could be included in an unclassified
report, OTA found the wheels of bureaucracy to turn very slowly —when they turned
at all. Only through the active intervention of the Strategic Defense Initiative
Organization, beginning in late in November 1987, and extending to the end of
March, 1988, was a partial resolution of the problem achieved.

OTA, with assistance from SDIO staff, revised the entire report to produce
a complete version that both agreed should not be considered classified. The De-
partment of Defense concurred on all but the final three chapters. These latter
chapters deal—in a general way and without the kind of specific detail that might
be useful to an adversary --with a variety of potential countermeasures to BMD
systems. In particular, chapters 11 and 12 deal with defining and countering threats
to the survivability of space-based BMD systems.

Chapter 1 offers a brief review of the *bottom lines” of chapters 10 through
12. But apparently so.ne in the Defense Department wish to assert that it is im-
possible to present an unclassified analytical discussion that would enable the
reader to understand the issues and form his own judgments. In OTA’s judgment,

- this position does not deprive potential adversaries of any information they do

not already have: rather, it stifles rational public debate in the United States over
the pros and cons of proceeding with ballistic missile defense. To give the reader
at least some appreciation of the scope of the deleted material, the tables of con-
tents of chapters 10 through 12 appear at the end of this volume. In addition,
the major conclusions of these chapters (without, of course, the supporting analy-
sis) are summarized in chapter 1.

OTA thanks the SDIO for the additional substantive comments and informa-
tion it provided on the final drafts of the report. Thus, despite the many months
of delay since original completion of the report, this unclassified version is reason-
ably up to date. OTA, not SDIOQ, is résponsible for the contents and conclusions
of the report.

A further note on the subject of classified information is in order. Any report
which attempts ‘o analyze the feasibility and survivability of prospective ballis-
tic raissile detense systems must refer to possible measures an adversary could
take to counter the system. OTA sought the views of a variety of experts on So-
viet military research, development, and deployment about potential responses
to the SDI. It also sought to understand the technical feasibility of various coun-
termeasures. It did not seek out or report oa the official judgments of the U.S.
intelligence comnunity on what countermeasures the Soviet Union would or could
take against SDI-derived systems. Therefore, nothing said in this report should
be construed as an “intelligence* judgment of Soviet intentions or capabilities.
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Foreword

In its 1985 report, New Ballistic Missile Defense Technologies, OTA attempted
to place those technologies against a useful policy background for the Congress.
Whiie that report intreduced the major subject areas of Strategic Defense Initia-
tive research, the amount of detailed technical evaluation it could offer was limited.
The chief limitations were the relative newness of the SDI program and the lack
of speciiic BMD system architectures to examine. Since that report, the SDIO
has corducted enough additional research and, in particular, identified a suffi-
ciently specific system architecture that a more detailed OTA review of the rele-
vant technologies should be helpful to Congress.

Public Law 99-190 (continuing appropriations for fiscal year 1986) called for
th.e Clfice of Technology Assessment to conduct a **. . . comprehensive classified
study .. . together with an unclassified version . . . to determine the technologi-
cal feasibility and implications, and the ability to survive and function despite

. a preemptive attack by an aggressor poscessing comparable technology, of the

Strategic Defense Initiative Program.” In addition, the accompanying Confer-
ence Report specified that . . . *“This study shall include an analysis of the feasibil-
ity of meeting SDI computer software requirements.”

This unclassified report completes OTA'’s response to that mandate. It puts
SDI technologies in context by reporting the kinds of ballistic missile defense
(BMD) system architectures that the SDI organization has considered for “‘phased
deployment.” It reviews the status of the various SDI technologies and system
components. It analyzes the feasibility of producing dependable software of the
complexity that advanced BMD systems would require. Finally, it summarizes
what is now known—and unknown—about the probable survivability of such sys-
tems against concerted enemy attacks of various kinds.

The study found that major uncertainties remain concerning the probable cost,

effectiveness, and survivability of the kinds of BMD system (which rely on kinetic -

rather than directed-energy weapons) that might be deployable in the ‘‘phase-one”
proposed for the mid to late 1990s. In addition, OTA believes several more years
of SDI research would be needed to determine whether it is feasible to construct
the kinds of directed-energy weapons cor.templated as follow-ons to SDI1O's “phase
one’’ BMD system. The si..vivability of both short-term and longer-term BMD
systems would depend heavily on the outcome of a continuing competition in weap-
ons and countermeasures between the United States and the Soviet Union. Fi-
nally, developing dependable software for advanced BMD will be a formidable
challenge because of the difficulty of testing that software realistically.

OTA gratefully thanks the hundreds of individuals whose contributions of
time and effort helped make this report possible. OTA, of course, bears the final
responsibility Zor the contents of the report.

JOHN H. GIBBONS
Director

hi




e A

WORpY Ty

au

o

Advisory Panel on SDI: Technology, Survivability, and Software

H. Guyford Stever, Chairman

Robett Clem
Director of Systems Sciences
Sandia Natior.:l Laboratories

Malcolm Currie
Executive Vice President
Hughes Aircraft Company

Gerald I, Dinneen

Corporate Vice President for Science &
Technology .

Honeywell, Inc. ‘

Peter Franken

Professor '
Optical Sciences Center
University of Arizona

John Gardner
Vice President for Engineering &
Operations

McDonnell Douglas Astronautics Co.

Richard L. Garwin
IBM fellow
IBM T. J. Watson Research Center

O'Dean Judd!

Chief Scientist for Defense Research &
Applications

Los Alemos National Laboratory

Michael M. May

Associate Director at Large
Lawrence Livermore National Laboratory

Stephen Meyer

Associate Professor

Center for International Studies
Massachusetts Institute of Technology

Foreign Secretary, National Academy of Engineering

David Parnas

Department of Computing and Information

Science
Queens University

Charles Seitz

Professor

Computer Sciences

California Institute of Technology

John Shore

Director

Washington Research Lab
Entropic Processing, Inc.

Jeremiah D. Sullivan
Professor

Department .of Physics
University of Illinois

Samuel Tennant
Vice President
The Aerospace Corporation

Victor Vyssotsky

Director -

Cambridge Research Laboratory
Digital Equipment Corporation
Gerold Yonas '

Vice President
The Titan Corporation

Charles A. Zraket
President
The MITRE Corporation

Invited Observer:
Chief Scientist
Strategic Defense Initiative Organization

iCurrently, Chief Scientist, Strategic Defense Initiative Organization.

NOTE: OTA appreciates and is grateful for the valuable assistance and thoughtsul critiques provided by the Advisory
Panel members. The views expressed in this OTA report, however, are the sole responsibility of the Office
of Technology Assessment. Participation on the Advisory Panel does not imply endorsement of the report.

iv

T



n oy e

PR

eln ma s 2 M 8

suffer a catastrophic failure.! The complexity
of BMD software, the changing nature of sys-
tem reguirements, and the novelty of the tech-
nology to be controlled raise the possibility
that the system may not even be able to pass
the more realistic of the peacetime tests that
could be devised for it. The relatively slow rate
of improvement in software engineering tech-
nology makes it appear unlikely to OTA that
this situation will be substantially alleviated
in the foreseeable future. SDIO officials assert,
however, that SDI software problems will ke
manageab!e, that adequate testing will be pos-
sible, and that previous military systems have
been deployed without complete system test-
ing (e.g., the Minuteman missile system, the
Navy's AEGIS ship defense system.)

Finding 8: No adequate models for the de-
velopment, production, test, and maintenance
of software for full-scale BMD systems exist.
Systems such as long-distance telephone net-
works, early missile defense systems such as
SAFEGUARD, the AEGIS ship defense sys-
tem, and air traffic control all differ signifi-
cantly from full-scale BMD.

The only kind of BMD system for which the
United States has software development experi-

‘In ch. 9 catastrophic failure is arbitrarily defined as a de-
cline of 90 percent or more in system performance, and there
is a discussion of alternative approaches to the concept.

ence is a terminal defense system. Incoryorat-
ing a boost-phase defense would add complex-
ity to the software and require the inclusion
of technologies hitherto untried in battle. Add-
ing a mid-course defense wouid probably in-
crease the software complexity beyond that
of any existing systems.

Experts agree that new methods for produc-
ing and safely testing the system would be
needed. Evolution would be key to system de-
velopment, requiring new methods of control-
ling and disseminating software changes and
assuring that each change would not increase
the potential for catastrophic failure. OTA has
found little evidence of significant progress in
these areas.

Finding 9: There is broad agreement in the
technical community that significant parts of
the research being carried out under the SDI
are in the national interest. There i s disagree-
ment about whether or not this research is best
carried out within a program that is strongly
oriented toward supporting an early 1990s
BMD deployment decision, and that includes
system development as well as research ele-
ments. This question was outside the scope of
OTA'’s mandate ard is not addressed in this
report.

INTRODUCTION

Origin of This Study

The appropriations continuing resolution for
fiscal year 1986 (Public Law 99-190) called for
the Office of Technology Assessment to pro-
duce a “‘comprehensive classified study...
together with an unclassified version . . . tode-
termine the technological feasibility and im-
plications, and the ability to survive and func-
tion despite a preemptive attack by an aggressor
possessing comparable technology, of the Stra-
tegic Defense Initiative Program.” In addition,
the conference report accompanying this leg-
islation specified that ‘‘this study shall include
an analysis of the feasibility of meeting SDI
computer software requirements.” This report
responds to that legislation.

After 30 years of BMD research, including
the first few years of the Strategic Defense Ini-
tiative, the dedication and ingenuity of thou-
sands of U.S. scientists and engineers have
produced many impressive technical achieve-
ments. Such achievements may someday cu-
mulate to iorm the basis for a highly effective
BMD system. For now, how~+~r, many ques-
tions remain about the feasipility of meeting
SDI goals.

Goals of the SDI

According to SDIO’s annual report to
Congress:

From the very beginning, the SDIO has
maintained the same goal—to conduct a vig-
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orous research and technology development
program that could help to eliminate the
threat of ballistic missiles and provide in-
creased U.S. and allied security. Within this
goai, the SDIO’s task is to demnnstrate SD1
technology and to provide the widest range
of defense options possible to support e deci-
sion on whether to develop and deploy stra-
tegic defenses.?

Such defenses might, to a greater or lesser de-
gree, protect the American population from nu-
clear weapons. But, contrary to the perceptions
of many, SDIO has never embraced the goal
of developing a leakproof shield against an un-
coustrained Soviet nuclear weapon threat. It
is the position of SDIO that President Rea-
gan has not embraced that goal either.?

Rather, the organization, in its first 4 years,
worked out a scenario that it argues could lead
to President Reagan’s stated “‘ultimate goal
of eliminating the threat posed by strategic
nuclear missiles . . . [which could]. . . pave the

way for arms control measures to eliminate the -

weapons themselves.””* The scenaris. para-
phrased from the SDIO report, is as follows:

1. aresearch and development program con-
tinues until the early 1990s, when a deci-
sion could be madz by a future President
and Congress on whether to enter into full-
scale BMD engineering development;

2. the Defense Department begins full-scale
development of a ‘‘first-phase” system
whille: continuing advanced technology
work;

3. the United States begins “phased deploy-

ment”’ of defensive systems, ‘‘designed so
that each added increment of defense
would enhance deterrence and reduce the
risk of nuclear war’’; although this *“‘tran-
sition period” would preferably be jointly
managed by the United States and the So-
viet Union, U.S. deployments would pro-
ceed anyway; then

Strategic Defense Initiative Organization, Report to the Con-
gress on the Strategic Defense Initiative \Washington, DC: April
1987), p. 1I-13.

3Lt. General James Abrahamson, personal communication to
OTA staff, July 7, 1987,

‘Ronald Reagan, televised speech, Mar. 23, 1983.

4. the United States completes deployment
of “highly effective, multilayered defen-
sive systems,"’ which ‘“‘could enhance sig-
nificantly the prospects for negotiated
reductions, or even the elimination, of
.offensive ballistic missiles.”

Figures 1-1 and 1-2 are SD1O graphic repre-
sentations of its development and deployment
policies. Figure 1-1 illustrates that, as time
goes on, newer, more capable BMD systems
would be necessary to respond to advanced
Soviet missile threats. Alternatively, it is ar-
gued, the prospect of such new systems might
persuade the Soviets to accept U.S. proposals
for joint reductions of offensive forces which
might, in turn, obviate the need for new systems.

Figure 1-2 lists the kinds of information
SDIO seeks to provide for BMD development
decisions. According to this figure, SDI1O does
not see ‘‘complete understanding” of later sys-
tem phases as prerequisite to initial commit-
ments to develop and deploy BMD. Instead,
it proposes to seek a “‘partial understanding”’
of the issues surrounding the follow-on phase
and provide ‘‘reasonable estimates” that the
necessary systems could be available as needed.

SDI1O0 has affirmed the so-called *Nitze cri-
teria” as reqnirements for the BMD options
it offers: that the defenses be militarily effec-
tive, adequately survivable, and *‘cost-effec-
tive” at the margin, that is, *able Lo maintain
their defensive capabilities more easily than
countermeasures could be taken to try to de-
feat them.*

*SDIO, op. cit., footnote 2, p. IV-3.

Figure 1-1.—The Path to

Capability
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Figure 1-2.—Development Decision Content
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The SDIO has identified three “phases’ of
BMD deployments that might extend from the
mid-1990s well into the 21st century (see fig-
ure 1-3). In mid-1987, SDIO proposed to pro-
ceed with a series of “technology validation
experiments”’ to build and test hardware that
might demonstrate the feasibility of compo-
nents of a “‘first-phase’” system. These exper-
iments would require SDI budgets substan-
tially above the levels appropriated by
Congress in the first 4 years of the SDI.

In deciding about funding and directing the
SDI program, then, Congress must decide
whether to accept, modify, or reject the phased
research and deployment scenario proposed by
SDIO. Options for Congress include:

e accept the SDIO phasing scenario and
plan now to decide in the early 1990s
whether the full-scale engineering devel-
opment of a first-phase system is feasible
or attractive, but with onlv a “‘reasonable
estimate’’ at that time of whether the sec-
ond and third phases would later prove
feasible; such a decision would imply an

Figure 1.3.—Mission Effectiveness improves
With Phased Deployment
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intention to deploy the first phasc in the

mid-1990s while beginning full-scale de-
velopment of the second phase, but the
actual mid-1990s decisions would depend
on the progress made;

e decide soon to begin immediately to de-
velop whatever technologies may be avail-
able for deployment in the early 1990s,
bearing in mind that space-based weap-
ons are, in any case, ualikely to be deploy-
able in quantity until 1995 or beyond;

e plan to delay a decision on a first phase
of development and deployment until ad-
vanced research confirms thet the second
and third phases would be feasible;

e reiurn to the pre-SDI BMD research pro-
gram int:nded to hedge against techno-
logical surprise and to deter Soviet BMD
deployment, but not intended %o work
toward r specific deployment scenario; or

» add to the previous option a new empha-
sis on terminal defense system: designed
specifically to protect elements of U.S.
strategic nuclear retaliatory forces.

Nature of This Report

To assist Congress in making these choices,
this report surveys the techno'ogies under re-
search in the SDI and reports, as of early 1988:

¢ which technologies might be available for
each of the projected deployment phases;
o what is known and what remains to be
learned about the feasibility of develop-




ing those technologies and manufactur-
ing and deploying wespons based on them;

* what can now be said about how surviva-
ble against enemy attack space-based
BMD systems themselves may be; and

* what can now be said about the feasibil-
ity of producing the computer software
of the requisite performance and depend-
ability.

Most experts would agree that the techni-
cal issues for BMD present severe challenges.
Thus, in attempting to provide the above in-
formation, this report identifies numerous
demanding technical problems. The technical
challenges to the SDI have been variously in-
terpreted:

* From the point of view of SDI officials
and contractors, questions of feasibility
are challenges that the application of suffi-
cient time and resources can overcome.
They are working on most, if not all, the
issues identified in this report.

* Inanother view, the obstacles to effective
BMD are great, and may not be overcome
for several decades; nevertheless, the kind
of research SDIO is sponsoring will have
some long-term military and economic
benefits for the United States whatever

the SDI outcome. In addition research on .

BMD is necessary to avoid technological
surprise and to hedge against Soviet
breakout from the Anti-Ballistic Missile
(ABM) Treaty.

® From a third point of view, the obstacles
to accomplishment of the SDI's ultimate
goals are 20 complex and so great that
SDIO’s goals are simply implausible.
Therefore, although the United States
should conduct some BMD research to

avoid technological surprise and to hedge
against Soviet break out from the ABM
Treaty, research needed for other military
or civilian purposes should be carried out
under other auspices.

OTA attempts in this report to present real-
istically the available evidence about SDI fea-
sibility. The reader must decide how optimis-
tic or pessimistic the evidence should lead one
to be and which epproach to BMD research
would be best for the nation.

This summary organizes OTA'’s findings
around the kinds of system designs, or ‘‘ar-
chitectures,” for the three phases that SDIO
has recently been studying and discussing. It
should be recognized, however, that, except for
the first phase, these architectures are illus-
trative, not definitive. They provide a means
of thinking about and understanding how vari-
ous BMD techr.ologies might be integrated
into working systems and in what time frames,
Only the first represents SDIO’s proposal for
actual systems to deveiop and deploy.

Table 1-1 outlines SD1O'’s suggested first
phase of deployment; the time frame 1995-2000
is strictly an OTA assessment of a very op-
timistic but arguably plausible period {or the
beginning and completion of deployments of
the various elements of the system phase. Ta-
ble 1-2 outlines OTA’s projections of the sec-

ond and third phases of BMD deployment,

based on SDIO descriptions of the technologies

it is researching. The overlapping time frames

(2000-10 and 2005-15) reflect OTA assessments
of very optimistic but arguably plausible
periods for the beginning and completion of
deployments of the various elements of each
system phase. '

FIRST-PHASE TECHNOLOGIES AND SYSTEMS
(OTA Estimates Approximately 1995-2000)

Goals of a First-Phase System

In the fall of 1986 SDIO and its contractors
began to study options for “first-phase” de-
ployment of BMD. They attempted to design

¢

systems that the Nation might select in the
late 1980s for initial deployments in the early
1990s. OTA estimates that as a practical mat-

‘ter—given the development, manufacturing,
“a.d space transportation needs—deployment
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Table 1-1.—~SDI0’s Phase One Space- and Ground-Based BMD Architecture

Comporent Number Description Function !

First phase (spproximately 1995-2000):

Battie Management Variable May be carried on sensor Coordinate track data; control
Computers platforms, weapon platforms, defense assets; select

Boost Phase
Surveillance and
Tracking Sateliite

Several at high altitude

Space-based interceptor 100s at several 100s of
Carrier Satellite km altitudes

Probe 108

or
Space Surveillance and  10s

or separate platicrms; ground-
based units may be mobile

Infrared sensors

Each would carry about 10 small
chemical rockets or “SBls";
might carry sensors for
tracking post-boost vehicles

Ground-launched rocket-borne
infrared sensors

Satellite-borne infrared sensors

strategy, select targets;
command firing of weapons

Detect ballistic or ASAT missile
launches by observing hot
rocket plumes; pass
information to tracking
satellites

On commiand, launch rockets at
anti-satellite weapons
(attacking BMD system),
boosters, possibly PBVs.

Acquire RV tracks, pass on to
ERIS interceptors

Tracking System
or
Space-based Interceptor

Carrier Satellites 100s
Exo-atmospheric
Interceptors (ERIS) rockets

Satellite-borne infrared sensors

1000s on ground-based  Rocket booster, hit-to-kill
warhead with infrared seeker

Cued by satellite-borne or
rocket-borne infrared sensors,
home in on and collide with
RVs in late mid-course

SOURCE: Orfice of Technology Assessment, 1988,

of the systerus discussed could not begin un-
til 1995 or later and would probably take at
least until the end of the 1990s to complete.

The first-phase options generally exclude
space-based attack on Soviet reentry vehicles
in mid-course (see table 1-1). While limiting the
effectiveness of a BMD system, this omission
eases the sensing, discrimination, and battle
management tasks.

Depending on the nature of the Soviet at-
tack assumed, and depending on the effective-
ness of Soviet countermeasures, the kind of
system described by SDIO officials system
might destroy anywhere from a few up to a
modest fraction of the (now predicted number
of) Soviet reentry vehicles in a full-scale attack.
The SDIO has suggested such a system as only
the first phase of what in the longer term would
expand to a more effective system. However,
the organization cites as *‘an intermediate mil-
itary purpose” :

N T L S T e

... denying the predictability of Soviet at-
tack outcome and . . . imposing on the Soviets
significant costs to restore their attack con-
fidence. These first phases could severely re-
strict Soviet attack timing by denying them
cross-targeting flexibility, imposing launch-
window constraints, and confounding weap-
on-to-target assignments, particularly of their
hard-target kill capable weapons. Such re-
sults could substantially enhance the deter-
rence of Soviet aggression.*®

SDIO officials assert that the military ef-
fectiveness of the first-phase system would be
higher than indicated by the percentages of
reentry vehicles intercepted. They envisage a
strate,y of ‘‘adaptive preferential defense.” In
this strategy, first the space-based layer of de-
fense disrupts the structure of the Soviet at-
tack. Then the ground-based layer defends only
those U.S. targets of the highest value and un-

*Ibid., footnote 2, p. 11-11.
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Table 1-2.—OTA’s Projections of Evolution of Ground- and Space-Based BMD Architecture
Component Numbey Description Function
Second phase (spproximately 2000-2010) replace first-phase compenents snd add:
Airborne Optical 10s in flight infrared sensors Track RVs and decoys, pass
Systam (AOS) : information to ground battle

Ground-based Radars 10s on mobile platforms

High Endo-atmospheric 10008
Interceptors

Space Survelllance and  50-100 at few 10008 of
Tracking Satellite km. )

(SSTS)
Space-based Interceptor 1000s at 100s of km
Carrier altitudes

Space-based Neutral
Particle Beam (NPB)

10s to 100s at aititude
similar to SSTS

100s around particle
beam altitudes

Detector Sateilites

X-band imaging radar

Rocket with infrared seeker, non-
nuclear warhead

High-resolution sensors; laser
range-finder and/or imaging
radar for finer tracking of
objects;

May carry battle management
computers

Each carries about 10 small
chemical rockets or “KKVs";
at low aititude; lighter and
faster than in phase one

Atomic particle acceierator
(parturber component of
interactive discrimination;
ac'ditional sensor satellites
may be needed)

Sensors to measure neutrons or
gamma rays from objects
bombarded by NPB;
transmitters send data to
SSTS and/or battle
management computers

Third phase (approximately 2005-2115), repisce second-phase components and a'ld:

Ground-based Lasers,
Space-based Mirrors

40s of ground-based
lasers; 10s of relay
mirrors; 10s to 100s
of battie mirrors

Several laser beams from each
of several ground sites bounce
off relay mirrors at high
altitude, directed to targets by
battie mirrors at lower
aititudes

management computers for
faunch of ground-based
interceptors

Cued by AOS, track RVs as they
enter atmosphere; discriminate
from decoys, pass information
to ground battle managers

Collide with RVs inside
atmosphers, but befcre RV
nuclear detonation cuuld
cause ground damage

Track launched boosters, post-
boost vehicles, and grounc or
space-launched ASATa;

Track RVs and decoys,
discriminate RVs from decoys;

Command firing of weapons

On comma:-d, iaunch rochets at
anti-satellite weapc,s
(sttacking BMD system),
boosters, PBVs, and RVs

Fire hydrogen atoms at RVs and
decoys to stimulate emission
of neutions or Jamma rays as
discriminator

Measure neutrons or gamma
rays emitted from RVs: hoavier
objev!s emit measurable
neutrons or gamma rays,
permitting discrimination from
decoys

Attack boosters and PBVs

SOURCE: Office of Technology Assessment, 1988.

der attack by the fewest reentry vehicles re-
maining after the winnowing by the space-based
layer (see box 1-A). In this way, a meaningful
fraction of a large set of *‘point targets” (e.g.,
missile silos or command posts) might be pro-
tected. Such a strategy, however, would require
successful discrimination of RVs nd decoys
by the first-phase system sensors—a technol-
ogy that remains to be proven. In addition, the
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Soviets could counter the strategy if they could
modify their current offensive systems and de-
ploy sutstantial numbers of maneuvering reen-
try vehicles.

Figure 1-3 presents SDIO’s description of
how the phases of SDI deployment might satis-
fy a spectrum of strategic goals. In evaluat-
ing the desirability of the goal of enhancing
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Box 1-A. —-Adaptive Preferential Defense

The SDIO has proposed that a first-phase ballistic missile defensc system (sec table 1-1) employ a tactic
of “‘adaptive preferential defense.” If successfully executed, this tactic conld give an outnumbered defense
some leverage agsinst a large attack.

“Preferential defense™ means defending only a selected set ot high-value targets out of @ it "sr number
of targets vader attack, thus concert ating the defensive forces. In esse..co. some targets we ald bo aacrificed
to increase the chances of survival of others.

“ Adap\ive preferantial def.z s¢” means deciding during * ae course of the battle whicn targets w vefend
by adapting to the Jlistribution of the attacking RV's (riiseile ~arheads) chs ' survive earlier layars of defi nse.
Of the high-va.ue targets under attack, those with the fowesi .4’ coming at them are defended first.

Two Layers of Defense

A first-phase Sirategic De’ .use. ystem (SDS) would in-ludeork-¢ ng intercoptor : ea land-based intercep-
tors. The orbiting ir.‘ercep’ors woald firsc destzoy u small fraction ~f the rising Soviet misailc boosters snd
post-boost vehicic . 3ince the £ IS could not a. this stage predict t*.¢ targets of the Sovict missiles, the defen.e
would not be piaferent. I instead, it would mereiy supi ~act at randcm some warneads from the Soviet attack.
Even if the Soviets had Luiially aimed the same nur..e of RV at each target, somz would have been fltered
out. by the first layer of dejense.

Land-based rockets would carry other intarceptors into spece t2d .oy RVa that surviv- 1 the space-basod
attack. Tracking s~asors would determire the targets of the RVsto within several kiloro-t+ Battle man:ge-
inent computers would determine which high-value targets were under attack by cnly one RV o~ -)%e  ch ground
based interceptors ageinst them firat, until all were covered. Then the comput-rs would determine which tar-
gets were under attack by two RVs 2nd assign interceptore to them, and so on. In this way, fe' - intercepters
would be wasted defendil.g t=rgets that would later be destroyed an; way by addi ‘onal, unintercepted RV's.

A Simple Example

Suppose, for exampie, that 2000 RVs were attacking 1000 targets, with 1 RV aimed at each of 500 targets
and 3 RVs aimed at each of another 500 targets. Assume that the defense had enlv 150u interczptors (each
with a 100 percent chenc- of interception). If the iefense assigned interc:, iors randomly to 1000 of the 2000
attacking RVs, abo; 312 targets would be expecced to survive (50 pereeat of those unde: single-RV attack
and 12.5 percent of those under 3-RV attack). But if it assigned 500 interceptors to defend the targets under
a singleRv u.i2~ and then assigned 3 interceptors each to defend the noxt 166 targets, a total of 66€ Largets
might be saved.

The SDI Casc -

Analysts for SDIO have concluded that a first-phase system applying this tactic could protect a useful
fraction of selected U.S. targets against the kind of attack the Soviets are predicted to be able to carry out
in the mid-1990s.

Some Qualifying Considerations

If feasible, an adaptive preferential defense w-uld be suitable inainly for protecting fractions of redundant,
single-aimpoint targets, such as missile silos, command posts, ur other isolated military installations. Large-
area, soft targets {such as cities or large military instailations), would present so many potential aimpoints
that defending, say, a third or a half of the aimpoints in a given area would be unlikely to assure survival
of the that area. [n addition, the aimpoints that could be defended wculd be small enough that the blast and
fires from explocing nuclear weapons would affect neighboring ‘‘soft’’ target areas.

Serions yaestions also remain about v/hether SDIO's proposed phase-one BMD system could, in fact, suc-
cessfully execate 2 strategy cf adaptive preferential defense. In particular, if the infrared sensors of the track-
ing sysvera could nci aiscriminate between Soviet RVs and decoys, many of the ground-launched interceptors
would be v:asted on decoys. And if the Soviets could deploy many maneuvering reentry vehicles during the
operational pericd of the first-phase defense system, the targets could not be accurately predicted and defended.
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deterrence by forcing modification of £ wiet
attack plans, Congress shoula also be aware
of the counter-arguments to that position:

* Many believe that, given the awesome
consequences of nuclcar war for the So-
viet Union as well as for the United States,
deterrence does nut require enhancement
because the U.S. threat of nuclear retali-
ation is already strong enough and can be
kept so with timely strategic offensive
modernization.

® Soviet military planners already face oper-
ational uncertainties, such as the unrelia-
bility of some percentage of deployed
missiles. -

¢ Other, less costly, more clearly feasible,
methods of complicating Soviet attack
plans, such as increased mobility for U.S.
strategic forces, may be av..ilable.

¢ A corresponding Soviet deployment of
BMD would impose uncertainties and
costs on U.S. retaliatory attack plans.

The context for evaluating the goal of com-
plicating Soviet attack plans changes, how-
ever, if one accepts the point of view that it
is only the first benefit on a long-term path
toward ‘“‘mutual assured survival.” In OTA’s
view, figure 1-4 illustrates, somewhat more
realistically than figure 1-1, the relative levels
of defense capability over time to be expected
from phased BMD deployments, assuming
their feasibility. Whether or not initial capa-
bilities could be sustained or improved upon
depends un information not likely to be avail-
able by the carly 1990s.

Figur@ 1-4.—OTA Understanding of Projected Roias
of BMD Deployment Phascs
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SOURCE Office of Technology Aasessment, 1988,

Technical Feasibility of
Sensors and Weapons

In a first-phase system, space-based inter-
ceptors (SBI), also known as “hit-to-kill” or
“kinetic kill” vehicles, would attack miss’le
boosters and post-boost vehicles (PBVs), but
not their dispensed reentry vehicles (RVs). The
only mid-course interception would be near the
end of that phase of missile trajectory by
ground-based, exo-atrmospheric interceptors.

Boost-Phase Surveillance and Tracking System
(BSTS)

It appears feasible to develop by the mid
1930s high altitude satellites that would tell
lower altitude satellites, or possibly SBIs
themselves, where to look for rising missile
boosters. Complex communications links among
the satellites may be necessary to avoid enemy
interference.

Carrier vehicles (“‘garages”) for space-based
hit-to-kill interceptors could receive data from
the BSTS and track the boosters and post-
boost vehicles with _heir own infrared sensors
and laser range-finders.

Space-Based Interceptors (SBI)

A few hundred SBI carriers that would carry
a few thousand kill vehicles (rocket intercep-
tors) might destroy a modest fraction of So-
viet missile warheads in the boost and post-
boost phases. Such a system might be feasi-
ble to deploy starting in the projected first-
phase period, but questions of engineering and
cost remain unresolved. For example, consid-
erable miniaturization of components for pro-

. pulsion, guidance, and sensors would be needed

to make a rocket fast enough to reach boost-
ing missiles and light enough to be affordably
launched into space. Recent progress toward
such miniaturization appears promising. Sub-
stantial testing of prototype weapons would
be necessary to show system feasibility. Once
these technologies were proven, the afforda-
ble mass production of rocket-carrier vehicle
systems for space deployment maintenance
would remain a major challenge.
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Exo-atmospheric Reentry Interceptor System
(ERIS)

The Homing Overlay Experiment of 1984
and subsequent development work sug, est
that it is feasible to design a grounc:-launched
interceptor capable of homing in on objects in
space under favorable conditions. Such weap-
ons could make up an Exo-atmospheric Re-
entry Interceptor System, or ERIS. More re-
search, testing, and engineering remain to be
done before the United States will know if the
interceptor homing warheads can be produced
cheaply enough to be affordable in large num-
vers. The ERIE, however, is likely to be deploy-
able before space-based BMD interceptors.

Under study a. e both space-based and ground-
launched infrared sensor systems ar.. ground-
based radars to direct ERIS interceptors tc
the vicinity of their targets. Both the satellite
and ground-based systems remain to e devel-
oped, tested, anc sffordably producwu. Up-
graded versicns of now existing ground-based
radars might atso provide initial tracking in-
formation to the interceptors.

In this first-phase architecture, che ERIS
woula rely on radars or on passive infrared
detection ara tracking of potential targets.
Whether or nat these sensors could agequately
discriminate hetween decoys and RVs dis-
guised as decoys remains to be demonstrated.
Without such discrimination, decoys could
probably cause serious problems for this late
mid-course layer of defense. Developing a decoy
system like this is within Soviet capabilities.
Even with good discrimination by external sen-
sors, the homing sensor on the interceptor it-
self would need to find the genuine RV if it
were traveling within tens of meters of other,
closely spaced objects. In general, many sci-
entists and engineers working on the SDI have
agreed that such countermeasures may well
be feasible for the Soviets in the near term.
However, both within and outside SDIO there
is some dissent on the potential type, quality,
number, and deployment times of Soviet coun-
termeasures.

There is widespread agreement that much
more experimentat. n is needed on missile

“penetration aids’’ such as decoys. Very little
SDI money has gone to the design, construc-
tion, and testing of penetration aids, although
a full understanding of their potential and limi-
tations would be key to developing and evalu-
ating the effectiveness of a BMD system.

Besides decoys, ERIS interceptors could
face many other false targets, particularly
those generated by debris from PBV activity,
from intercepts made earlier in the boost phase
by the SBIs, or from deliberate Soviet coun-
termeasures. Warm objects in the field of view
of the ERIS interceptor’s sensors might dis-
tract it fromits target RV, evenif it had origi-
nally been correctly pointed toward the RV by
a probe or Space Surveillance and Tracking
System (SSTS) sensor.

Software Feasibility

In the first-phase system designs now un-
der consideration for SDI, hundreds of satel-
lites would have to operate automatically and,

" at the same time, coordinate their actions with

those of other satellites. The battle manage-
ment system would have to trark hundreds of
“housands of objects and decide when and how
tc attack thousands of targets with little or
no human intervention.

Among the most challenging software tasks
for such a first-phase system would be design-
ing programs for the largely autonomous oper-
ation of hundreds of satellites. But even for
ground-based components of the system, the
number of objects, the volume of space, and .
the brevity of time would preclude most hu-
man participation in battle management. Hu-
mans would decide at what alert status and
state of activation to place the system. Once
the batile began, computers would decide
which weapons to use when, snd against what
targets.

A first-phase system would have the advan-
tage of a simpler battle management problem
than that of more advariced BMD systems. In
particular, the space-based segment of the sys-
tem would not attempt to track and discrim-
inate among hundreds of thousands of mid-
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course objects, or to assign weapons to any
of them. The distribution of SBI carrier vehi-
cles would be so sparse that the targets within
its range would not be in the range of neigh-
boring carrier vehicles. It could, for the most
part, safely shoot at a target within its own
range without the risk that some other vehi-
cle had shot at the same target. Some coordi-
nation among carrier vehicles would still be
necessary because the continual relative mo-
tion of carriers and targets would leave some
ambiguities about which targets were most
appropriate for each carrier to fire interceptors
at. .

Although a first-phase system would have
simpler tasks than a later system, its software
would still be extremely complex. The nature
of software and experience with large, complex
software systems, including weapon systems,
together indicate that there would always be
irresolvable questions about how dependable
BMD software was, and also about the confi-
dence we could place in dependability esti-
mates. Existing large, complex software sys-
tems, such as the U.S. long-distance telephone
system, have become highly dependable only
after extensive operational use and modifi-
cation.

Extrapolating from past experience with
software, it appears to OTA that the complex-
ity of BMD, the uncertainty and changeabil-
ity of the requirements it muast meet, and the
novelty of the technology it must control would
impose a significant probability of software-
induced catastrophic failure in the system’s
first real battle. The issue for SDI is the de-
gree of confidence in the system that simula-
tions and partial testing could provide. SDIO
officials argue that such tests will permit ade-
quate confidence and that this issue is no more
serious for the SDI than for all advanced mili-
tary systems developed to date.

Computer simulations would play a key role
in all phases of a BMD system’slife cycle Bat-
tle simulations on a scale needed tc represent
realistically a full battle have not yet been at-
tempted. Whether or not sufficiently realistic
simulations can be created is a hotly debated

question. In particular, it is difficult for OTA
to see how real-world data could be gathered
to validate simulations of the phenomena that
must be accounted for, such as multiple enemy
missile launches, nuclear explosion-induced
backgrounds, and enemy choices of counter-
measures. The differences between BMD soft-
ware and previous complex software that is
considered dependable suggests to some ex-
perts that BMD software might never be able
to pass even its peacetime tests. It should also
be noted, however, that both the United States
and the Soviet Union now bese deterrence on
an offensive nuclear delivery system that has
never been operationally tested either.

While the United States could not be cer-
tain that a BMD system would work as in-
tended, the Soviets could not be certain that
it would not.” If they had at least some reason
to believe the U.S. BMD system might be ef-
fective, they might be more deterred from at-
tacking than before. On the other hand, the
United States would not wart to base a major
change in its nuclear strategy on a BMD sys-
tem in which it had little confidence. In the
case of a first-phase system, whose effect on
the strategic balance would be small anyway,
the risk of software-induced system failure
might seem acceptable.

The SDIO sees software problems as chal-
lenges to be overcome rather than as insur-
mountable obstacles to effective BMD. It is
supporting some software research intended
to address the challenges. Others argue that
the limitations of software engineering tech-
nology and its relatively slow rate of improve-
ment make it unlikely that dependable BMD
software could be produced in the foreseeable
future. Thus far, no new software engineering
developments have appeared to contradict the
latter view. :

Survivability of a First-Phase System

The survivability of any BMD system will
not be an all-or-ncthing quality. The question

"Unless they had high confidence in the potential effective
ness of a secretly deployed count~rmeasure (perhaps a software
bug planted by a saboteur programmer).
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will be whether enough of a system’s assets
would survive for it to carry out its mission.
The issue would then turn on whether the de-
fense could make attacking the BMD system
too costly for the offense, or whether the of-
fense could make defending the BMD system
to costly for the defense. (On the other hand,
if the United States and the Soviet Union
agreed to coordinate offensive weapon reduc-
tions and defensive deployments, they might
do much to ameliorate BMD survivability
problems.)

To protect satellites, the defense might em-
ploy combinations of such techniques as eva-
sive maneuver, tracking denial, mechanical
shielding, radiation hardening, electronic and
optical countermeasures, and shoot-back. Cate-
gorical statements that these techniques will
or will pot make any BMD system adequately
and affordably survivable are not credible.
Judgments on specific cases would depend on
the details of entire offensive and defensive sys-
tems and estimates of the techniques and tac-
tics that the opponent would employ.

. Space Mines

A space mine is a satellite that would trail
another satellite and explode lethally either on
command or when itself attacked. Space mines
may or may not prove a viable threat to space-
based BMD systems. Although nuclear space
mines would bz e very stressing threat, much
more analysis would be needed to clanfy the
question of the viability of space mines. After
repeated attempts to locate such analysis
within the SDIO or among its contractors,
OTA concludes that it has not yet been ade-
quately performed.

Anti-Satellite Weapons (ASATs)

There is widespread agreement among ex-
perts on Soviet military practices that the ini-
tial Soviet response to U.S. BMD deployments
would not be to try to develop and deploy sys-
tems based on similar technology. They would
instead attempt a variety of less sophisticated
countermeasures. These might include exten-
sions nf their current co-orbital, pellet-warhead
anti-satellite weapon (ASAT), or else a ground-

launched nuclear-armed ASAT lor “DANASAT,”
for “Direct Ascent Nuclear Anti-satellite”
weapon).

The susceptibility of a BMD satellite sys-
tem to degradation by DANASAT attack
would depend on many complex factors, in-
cluding:

¢ the maneuvering and decoying capabil-
ities and the structural hardness of the
BMD satellites;

e the precision and reaction time of Soviet
space surveillance satellites; and

¢ the speed, numbers, decoying capabilities,
and warhead power of the DANASATS.

Depending on turget hardness, the radius of
lethaiity of a nuclear warhead could be so great
that the ASATs might need only inertial guid-
ance (they need not home in on or be externally
guided to the BMD asset). Thus they would
not be susceptible to electronic countermeas-
ures against homing sensors or command guid-
ance systems. It appears that, at practical
levels, maneuvering or radiation shielding of
low-altitude satellites would not suffice against
plgf'ilt‘)lc numbers of rapidly ascending nuclear
A s.

There appears to be no technical reason v.>y
the Scviets, by the mid-1990s, could not de-
ploy DANASATS with multiple deccys among
the nuclear warheads. Multiple decoys would
likely exhaust the ability of the defenders to
shoot back at the attack—unless extremely
rapid discrimination of decoys and warheads
were possible. It would be difficult to deny
tracking of or to decoy near-earth satellites,
especially large sensor platforms, if they were
subjected to long periods of surveillance. If de-
ployed while the satellites were under attack,
satellite decoys would f1equently not have time
tolure DANASATS far enough away from the
real targets.

If several SSTS satellites were a key element
of a first-phase BMD system, they would be
the most vulnerable elements. Otherwise, the
most vulnerable elements of a first-phase BMD
system would be the carrier vehicle satellites
for the interceptors. The carrier vehicles, or
CVs, as well as sensor satellites (BSTS and
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SSTS) might ¢ nploy combinations of various
defense mechanisms against the ASAT threat.
The SDIO argues that such combinations of
measures potentially offer a high degree of sur-
vivability to space-based BMD system com-
ponents.

For the near-term, however, no prototypes
exist for carrier vehicl2s with these character-
istics; the issue for SDI is whether in the 1990s
such satellites could be developed, produced,
and deployed. The Soviets, on the other hand,
have already demonstrated the ability to field
DANASATS by deploying rapidly accelerat-
ing, nuclear-armed anti-ballistic missiles near
Moscow over 15 years ago and recently up-
grading that system. Newer ballistic missiles,
relying on mature technology, might also be
adapted to this purpose. More advanced
DANASATS appear feasible for the Soviets
by the mid-1990s. :

DANASATSs would be a stressing threat
against first-phase BMD systems and could
probably degrade severelv the performance of
such systems. The SDIO ar;:ues, however, that
strong survivability meas: es in the defensive
system could successfully counter this threat.

The Soviets might also consider gradual at-
trition of the system in “peacetime.” They
might use co-orbital, non-nuclear ASATSs or
ground-based laser ASAT weapons to take
“poishots’ at the carrier vehicles. _

Attack During Deployment

Should the Soviets deem U.S. space-based
BMD deploym:nts to be sufficiently threat-
ening to their nutional security, they might re-
sort to attack before the system was fully de-
ployed. Whether they waited for full deployment
or not, in the first-phase architecture SBI car-
rier vehicles would be so sparse that they would
probably have only limited abilities to help de-
fend one another, although each might to some
extent defend itself. Other survivability meas-
ures, however, might offer some protection.

Attacks on firound-Laurched Systems

Insofar as the ERIS ground-launcked inter-
ceptor relied on fixed, ground-based early warn-
ing radars for launch-commit information, its
effectiveness could be greatly reduced by nu-
clear or jam.ning attacks on those radars.

Use of Comparable Technologies

Responses to threats from comparable So-
viet weapon systems have not been defined by
the SDIO or its contractors. Indeed. a work-
ing assurnption of SDIO research and analy-
sis has been that the United States could and
would maintain a consistent lead uver the So-
viet Union iu BMD technologies for the indefi-
nite fnture. Because the Soviets lag in some
of the technologies required for a space-based
BMD system, it seems unlikely that they
would attempt to deploy SB1s for BMD in the
1990s. A more attractive option for them might
be to deploy kinetic-kill vehicles as a defense
suppression system rather than as a BMD
system—a less difficult task.

They could then choose orbital configura-
tions designed to give their weapons temporary
local numerical advantages over the U.S. BMD
system. In a shoot-out between the systems,
at a time of their choosing, the Soviets might
then eliminate or exhaust those SBI carrier ve-
hicles within range of a Soviet ICBM launch
salvo. Effective non-nuclear ASATs would,
however, require good space surveillance ca-
pabilities. If a BMD system were to cohabit
space with a competent defense suppression
system (possibly embodying a lower technical
capability), the side that struck first might
eliminate the other.

The fact that a lower level of technology
would be needed for defense suppression than
for BMD could drive a race to control access
to space as soon as possible. For example, U.S.
space-based ASATs might be needed to pre-
vent Soviet ASAT deployments that could in
turn interfere with U.S. BMD deployments.
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SECOND-PHASE TECHNOLOGIES AND SYSTEMS
(OTA Estimates Approximately 2000-10)

Goals

The goal of a phese-two system would be to
“‘enhance deterrence,” first by imposing un-
certainty on Soviet strategic attack plans, then
by denying the Soviets the ability to destroy
*“militarily siguificant’’ portions of important
sets of targets (such as missile silos or com-
mand and control r.odes) in the United States.
As aresult, the Soviets would retain the abil-
ity toinflict massive damage on the U.S. econ-
omy and population, but would lack the ability
to accomplish certain precise military objec-
tives. At least, such denial should decrease
whatever incentives may now exist for the
Soviets to commit nuclear aggression (though
analysts disagree on whether such incentives
do now exist); at best, the Soviets might be
induced to negotiate away their militarily ob-
solescent missiles.

If the Soviets believed they could restore
their compromised military capabilities at an
accepiable price, they might attempt to do so
by adding new offensive weapons and by at-
tempting both active and passive countermeas-
ures against the U.S. BMD system. Even if
they did not believe they could recapture lost
military capabilities, but only believed that
they were in danger of losing any credible nu-
clear retaliatory power against the United
States, they might still attempt to employ
BMD countermeasures. If, Lowever, they con-
cluded that countermeasures would be futile,
they might, as conjectured in the *“SDI sce-
nario,”’ agree to mutual offensive arms reduc-
tions as a way of containing the U.S. threat.
In that case, BMD combined with effective air
defenses might offer much higher levels of pro-
tection of military and even civilian targets.

Currently available BMD technology for
nuclear-armed, ground-based interceptors would
probably allow the United States to build a
system that could deny the Soviets confidence
in destroying substantial fre ctions of certain

sets of hardened or mobile targets.®* An SDI
‘“phase-one,”” non-nuclear system may also be
able to provide such protection. This is more
likely to be the case if the defense could be con-
figured to defend subsets of targets preferen-
tially, and in such a way that the Soviets could
not detect which targets were defended more
heavily. Moreover, if the Soviets continued tc
aim weapons at highly defended targets, they
would have fewer weapons left over to aim at
softer military and civilian targets.

There is less evidence that the United States
could deny the Soviets the ability to strike with
high confidence at many other kinds of militar-
ily valuable, but more vulnerable, targets.
There are, however, many ideas and some
promising technologies for pursuing this goal.

Achieving the strategic goals of this kind
of system implies air defenses of comparable
potential. Otherwise, except for the most ur-
gent targets, the Soviets could shift strategic
missions from ballistic to cruise missiles.

Technical Feasibility
Airborne Optical System (AOS)

An airborne infrared sensor system would
tell ground-based radars where to look for re-
entering objects. Such a system appears tech-
nically feasible during the 1990s. The infrared
sensors, however, might be subject to confu-
sion by high-altitude light-scattering ice crys-
tals created us debric reentered the atmos-
phere, or by nuclear detonations intended to
blind the system.

Ground-Based Radar (GBR)

Imaging radar systems would observe Lighter
decoys slowing down more quickly than gen-

sSse U.S. Congress, Office of Techuology Assessment, Dal-
Listic Missiie Defense Technologies, OTA-1SC-254 (Washing-
ton, DC: U.S. Government Printing Office, September 1985),
pp. 33-34.
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uine RVs. Computers using this information
would launch very high acceleration rockets
(HEDT) with infrared homing sensors toward
the RVs. Tests to date indicate that such ra-
dars are feasible, but unresolved questions in-
clude their susceptibility to interference from
nuclear burst, to jamming by rudio-frequency
jammers on incoming warheads, to signal-
processing overloads created by many simul-
tanecusly reertering objects, and to deception
by carefully designed RV’s and decoys.

High Endo-atmospheric Interceptor (HEDI)

. A rocket-borne high endo-atmospheric de
fense interceptor would attack incoming RVs
after they had begun to roenter the atmosphere.

Because the rising interceptor’s friction with
the atmosphere would cause it to heat up, a
cooled crystal window would have to protect
its homing sensor. Experiments suggest that
such windows are feesible, although research-
ers have not yet established whether they could
be rapidly mass-produced.

Because the HEDI would have a limited *““di-
vert” capability, the sensor system would need
to give it a very accurate target track. A rela-
tively short-range ground-based radar, using
the upper atmosphere as a discriminant against
decoys. might be the easiest way to provide
such a track. This tracking method, however,
would restrict each interceptor to protecting
a relatively small area. Intensive coverage of
all U.S. territory would demand too many thou-
sands of missiles. Instead, the HEDI mission
would be to ‘‘mop up’’ small numbers of war-
heads leaking through the earlier defensive
layers. Thus the most useful mission for HEDI
might be to protect specific, localized targets,
such as ICBM silos.

SDIO officials point out, however, that pas-
sive infrared sensors or long-range radars may
be able to discriminate betwecn RVs and de-
coys in space. Then the High Endo-Atmospheric
Interceptor coild be committed earlier and
thus defend a much larger area. Nevertheless,
in order to avoid the impression of providing
a defense designed primarily to protect hard-
ened strategic targets, rather than U.S. terri-

tory in general, the SDIO elected to omit the
HEDI and its associated sensors (AOS and a
terminal imaging radar or TIR) from its
proposals for a first-phase BMD system.® Tech-
nically, however, initial deployments in the late
1990s period appear plausibl..

SSTS and RV/Decoy Discrimination

A phase-two system would add to the first-
phase architecture dozens of space-based sen-
sors that could accurately track thousands of
RVs and decoys from the moment of their de-
ployment from the PBVs. Such sensors would
require electro-optical focal planes of unprece-
dented size, or high-resolution laser radar
systems, and considerable signal processing
ability. .

It seems likely that, by the time a substan-
tial U.S. BMD system could be in place, the
Soviets could deploy many reentry vehicle de-
coys and RVs disguised as decoys. Unless
these RVs and decoys could be destroyed on
their boosters and post-boost vehicles, some
means of distinguishing between them would
have to be developed. Otherwise, the defense’s
ammunition would be quickly exhausted.

In the terminal, “‘endo-atmospheric’ phase
of interception, the atmosphere might filter out
all but the heaviest and most sophisticated de-
coys. But too many reentering objects might
overwhelm local defensive sensors and weap-
ons. In sum, effective discrimination in the
mid-course of ballistic missile trajectories
would be necessary to a highly effective BMD
system.

One proposed technique for RV/decoy dis-
crimination is a laser radar system that might

observe the movements of RVs and decoys as,
or after, they were dispensed from PBVs. Sub-

_ tledifferences ia the behaviors of the less mas-

sive decoys might give them away. Conceal-
ing deployments off PBVs or other tactics
might counter this technique, but much re-
search both on decoy technologies and space-
borne laser radars will be needed to judge the
potential of either.

*Lt. General James A

personal communication to
OTA staff, July 7, 1987.
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Various methods of passive and active dis-
crimination have been suggested, including
multir wave-length infrared sensors, laser ra-
dar, and microwave radar. But if the Soviets
could build sufficiently sophisticated decoys,
differentiating decoys and RVs migh: be im-
possible without some means of externally per-
turbing all the objects being tracked and ob-
serving differences in how they react to such
perturbations. This technique is known us “in-
teractive discrimination.”

So far there is no proven candidate system
for the task of interactive discrimination. The
program receiving the most funding has been
the neutral particl: beam (NPB). In this con-
cept, a space-based atomic accelerator would
fire high-energy neutral hydrogen or deuterium
atoms at suspect objects. A sensor would then
detect the neutrons or gamma rays emitted

from heavier objects struck by the hydrogen

atoms. A hundred or more NPB platforms, and
perhaps several hundred sensor satellites,
would be needed for a complete system. It may
be more appropriate to consider such a sys-
tem for a phase-three, rather than phase-two,
BMD architecture.

A space test of a subscale NPB platform was
scheduled for the early 1990s, although recent
budget cutbacks have made the experiment’s
status unclear. Key issues determiring the fea-
sibility of NPB systems will include cest, the
rapid and precise ability to point the beams
at thousands of objects in a few tens of min-
utes, and the ability to gather aud correlate
the return information.

Other interactive discrimination ideas in-
clude, for example, space-based high energy
lasers that would “tap” target objects. The
greater recoil of lightweight decoys would give
them away.

Kinetic Energy Weapons

Missile boosters that completed their boost
phase in about 120 to 140 ssconds—slightly
faster than current modern ICBMs—would
greatly reduce the effectiveness of rocket-
propelled SB1s in the boost phase. They could
still intercept post-boost vehicles. However,

fast RV dispensing technologies could reduce
kill in the post-boost phase. On the other hand,
if such countermeasures had forced the Soviets
to greatly reduce missile paylcads, mid-course
discrimination might become easier: then the
Soviets could only afford to deploy fewer, less
sophisticated decoys. ¥ .proved SBIs, even
though ineffective aga ast boosters, could be
useful in the mid-course. They would require
long-wave infrared sensors for homing in on
small, cold RVs. Alternatively, laser designa-
tors on sensor satellites might illuminate RVs
with light that SBI sensors could see and track.

t seems likely that by roughly the period
projected for the first phase ERIS (Exo-atmos-
pheric Reentry Interceptor System) missiles
could be refined to the specifications now en-
visioned. Provided that the challenge of RV-
decoy discrimination had been overcome, they
would begin to provide an important layer of
missile defense. If the discrimination problem
could not be solved, ERIS interceptors would
be of doubtful utility. If it could be solved,
ERIS effectiveness in phase two would be
much greater than in phase one.

The question for HEDI in the phase-two
period is whether the Soviets could deploy
many maneuvering reentry vehiclec to evade
the system and sophisticated reentry decoys
to deceive it. The more effective the earlier
defensive layers might be, the less the Soviets
could afford to use precious missile payload
weights on heavier RVs and decoys. However,
numerous, e\ en slightly, maneuvering rzentry
vehicles, especially with depressed missile
trajectories, could probably evade HEDIs un-
less the interceptors were equipped with nu-
clear warheads.

Software Feasibility

A phase-two BMD aystem such as envisaged
here would need to account for hundreds of
thousands (or more) of objects as they were
dispenscd into space. It would require a highly
complex communications net for keeping track
of all BMD space assets, boosters, PBVs, RVs,

" decoys, and space debris, then assigning weap-

ons to intercept the selected targets. Concepts,
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but so far no genuine designs, exist for *‘parti-
tioning”’ the battle space into local networks
of sensors and weapons (taking into account

that different combinations of satellites would

be constantly shifting in and out of given re-
gions of space).

Ir terms of sheer computing power, con-
tinued advances seem likely to provide the
processing capacities needed for advanced
BMD. The most difficult hardware engineer-
ing task will be to combine the qualities of high
capacity and radiation hardness in space-qual-
ified electronics.

A BMD designed for boost, post-boost, mid-
course, and terminal battle is likely to be the
mest complex system ever constructed. In
OTA'’s judgment, there would be no precedents
for estimating the likelihood of the BMD soft-
ware system’s working dependably the first
time it was used in a real battle. Moreover, no
adequate models for the development, produc-
tion, test, and maintenance of software on the

_scale needed currently exist. The system’s com-

plexity, coupled with the need to automate the
use of technologies previously unused in bat-
tle, might result in unforeseen problems dom-
inating the software life cycle. For example,
large, complex systems that undergo contin-
uous change sometimes reach states where new
changes introduce errors at a greater rate than
they remove errors.

A BMD system—as has been the case with
other strategic nuciear systems—could be
tested only with computer simulations and
some piecemeal hardware exercises. Further-
more, no existing systems must operate au-
tonomously (without human intervention) in
the face of deliberate enemy attempts to de-
stroy them.

Whether the risks of catastrophic BMD fail-
ure resulting from the inevitable software er-
rors in a system of this magnitude would be
unacceptable is a policy decision, not a techni-
cal one, that the President and the Congress
would ultimately Lhave to make. They would
have to weigh those risks against the perceived
risks and benefits of not building a BMD sys-
tem but deploying national resources else-

where. As with a first-phase system, another
consideration would be the likelihood that the
Soviets could not be confident that the BMD
system would not work as advertised, and that
they might be deterred from trying te find out
by attacking. (On the other hand, if the Sov ets
found a way to break into and tamper with the
software system without U.S. knowledge, they
might be confident that they could defeat it.)

Phase-Two Survivability

More advanced BMD sysiems would be de-
signed and deployed with more advanced self-
protection or survivability measures. Ground-
launched, nuclear-armed ASATs (DANASATS)
would continue to be a threat. The additional
SBI carriers available after the year 2000, how-
ever, could begin to provide mutual defense
for one another, which would not be possible
in the first-phase architecture.

By that time, on the other hand, the Soviets
could develop more advanced anti-satellite
weapons and space surveillance sensor sys-
tems. Most BMD weapon technologies for use
in space or against targets in space are likely
to achieve ASAT capabilities before they be-
come applicable to BMD missions.

Direct-Ascent Nuclear ASATS

As with phase one, DANASATSs would be
particularly threatening to a *‘phase-two’’ sys-
tem. The U.S. Space Surveillance and Trach-

ing System and any associated interactive dis- -

crimination platforms would now be primary
targets for Soviet defense suppression attacks.
Since many of these satellites would be at
higher altitudes than the SBI garages, they
would have more time to maneuver away from
attackers. But they would also be heavier and
therefore more fuel-costly to maneuver. They
would be more difficult to shield against nu-
clear cadiation.

Space Mines )

The United States would have to consider
the possibility of Soviet attempts to co-orbit
nuclear or non-nuclear space mines with these

e r—aa
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platforms as they were being deployed. Such
“mining’’ might be carried concurrently with
the deployment of the BMD system assets.
System designers have proposed *‘keep-out”
zones to keep potential attacking weapons out-
side their lethal ranges. Whether the United
States (or any power) could achieve this kind
of dominance of near-earth space remains to
be seen. In any case, very little analysis has
as yet been carried out by the SDIO or its con-
tractors on interim and long-term space-based
threats to BMD systems.

Comparable Technologies

If the Soviets could develop technologies
comparable to those of the United States, three

might be of special concern. One would be £d-
vanced space-based surveillance systems per-
mitting better-timed, more accurate ASAT at-
tacks. Second would be the development of
space-based neutral particle beam weapons,
which could be very effective anti-satellite
weapons from great range. Third, even though
laser weapons might not have achieved the
power levels necessary for the BMD missions,
laser ASATSs could begin to pose substantial
threats to U.S. space aseets. If only for i if-
defense, the United States might have to con-
sider deploying directed-energy ASATs in the
phase-two architecture period.

THIRD-PHASE TECHNOLOGIES AND SYSTEMS
(OTA Estimates Approximately 2005-15)

Goals

In the SDI scenario, the first goal of a phase-
three BMD system would be to sustain the ca-
pabilities of the second-phasc system as more
advanced Soviet countermeasures came on
line. i-ventually, the system might achieve still
higher levels of protection. As originally pre-
sented by the Administration, the SDI was to
identify a path to the “‘assured survival” of
the U.S. population against nuclear attack. An
intermediate step on this path would be to de-
sign a BMD system that would make nuclear
ballistic missiles “impotent and obsolete.” In
this scenario, the Soviets would then be con-
fronted with the choice of negotiating away
obsolescent missiles or engaging in a costly
defensive-offensive arms race that would
sooner or later leave their offensive missiles
unable to penetrate U.S. or allied territory. Ei-
ther way, in the end few or no nuclear ballistic
missiles could reach U.S. territory.'°

*SDIO reports to Congress make no mention of **assured sur-
vival,” and cite as the ultimate objective of the SDI to *‘secure
a defense-dominated strategic environment in which the U.S.
and its allies can deny to any aggressor the military utility of
ballistic missile attack.” SDIO, op. cit., footnote 2, p. [1-11. Other
SDI10 documents, however, do still refer to the goal of “mutu-
ally assured survival (see figure 1-3).

As with a second-phase system, extremely
effective air defenses would be an essential
complement to an extremely effective BMD
system. And, as with earlier phases, deep re-
ductions in offensive forces (by arms control
agreement) could increase the effectiveness of
the system.

Technical Feasibility
Directed-Energy Weapons

Directed-energy weapons for boost-phase in-
terception are still far in the future. It is un-
likely that confidence in their feasibility could
be established by the early 1990s even with
requested SDIO budgets. OTA judges that ex-
perimental evidence of the feasibility of BMD
directed-energy weapons (DEW) is at least a
decade away.! It is extremely unlikely that
confidence in DEW could be established in the
next several years, given continuation of the
actual appropriation pattern.

"'A similar conclusion was reached by a committee of the
American Physical Society in 1987. Science and Technalogy of
Directed Energy Weapons: Report of the American Physical
Society Study Gruup (April 1987), p. 2.
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Ultimately howzver, directed-energy weap-
ons may be necessary to intercept long-range
ballistic missiles and direct-ascent ASAT
weapons in the boost and post-boost phases.
If the Soviets could, over 15 or 20 years, de-
velop and begin to deploy very fast-burn, laser-
hardened boosters with single (or few) war-
heads (and associated decoys) and if they de-
ployed those boosters at concentrated launch
sites, the burden even on divected-energy weap-
ons would be great. In that case, the time avail-

- able for attacking each booster might be so

short as to drive very high the requirements
for power levels, retargeting speed, and num-
bers of directed-energy weapons. (However,
PBVs would continue to be vulnerable to
DEWSs.)

Fast-burning Soviet boosters appear tech-
nically plausible—the main issue would be cost.
The Sovicts would have to deploy enough of

these boosters to continue to deliver hundreds .

of thousands of RV decoys into the mid-course.

. and they would have to be aware that, for ex-

ample, if U.S. DEWs achieved significant im-
provements in retargeting time, they might
neutralize a good fraction of the Soviets’ ex-
pensive fast-burning fleet.

Although some work has continued on chem-
ical lasers, and proposed future budgets would
increase the share going to them, most SDI
laser funding in 1987 went to the free electron
laser (FEL). The most likely way to deploy such
lasers would be on the ground, with orbiting
relay and battle mirrors to focus laser beams
on Soviet boosters and PBVs. Scientists have
made significant progress in FEL research, but
they are a long way from having established
the feasibility of a weapon. The SDIO has
sponsored construction of laboratory versions
of FELs and plans a major test facility at
White Sands Missile Range. Among the out-
standing issues to be studied with these ex-
perimental lasers are whether FELs can be
made bright enough at useful wavelengths and
the feasibility of optical techniques for success-
fully passing very high energy laser beams out
of and back into the atmosphere. Other out-
standing issues include: whether large, agile
beam directing optics can be affordsbly man-

ufactured and reliably based in space; the cost
of building and maintaining several large la-
ser ground station complexes; and the surviv-
ability ¢’ space mirrors and ground statiors
against defense suppression attacks.

Other directed-energy concepts are under
consideration. Neutral particle beams (NPBsj,
which do not penetrste the atmosphere, might
engage those missile boosters and PBVs that
operated above about 120 kilometers. Ad-
vanced booster and warhead dispensing tech-
nologies, however, might evade NPBs. (Unlike
most lasers, however, NPBs could penetrate
and destroy reentry vehicles in the mid-course.)
Another directed-energy weapor may be the
nuclear-explosion pumped x-ray laser, which
also could not penetrate far into the atmos-
phere. For various reasons, the x-ray laser
appears more promising as an anti-satellite
weapon than as an anti-missile weapon.

Software Feasibility

If an interactive discrimination system were
added in the phase-two architecture, the phase-
three architecture weuld not pose significantly
different software challenges and prospects
from the second phase. The very fine pointing
and tracking needed for laser weapons could
impose significant additional coraputing re-
quirements on sensors.

As time went on, Soviet defense suppreasion
threats—weapons aimed at the BMD system
itself—could grow more intense. The additional
burdens of self-defense for the BMD system
against advanced ASAT threats would add to
the complexity of software requirements. The
challenges to producing dependable software
cited above would persist in phase three.

Phase-Three Survivability

If large directed-energy weapon platforms
were deployed in space (whether these were la-
ser generators with beam directors or only re-
lay and battle mirrors for ground-based lasers),
they would themselves become prime high-
value targets for defense suppression attacks.
Unless they were powerful enough to be de-
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ployed at rather high altitudes, they would
have a difficult time either denying tracking
to enemy sensnrs or maneuvering out of the
way of attacks. They would probably have to
defend themselves (and one another) as well
as depend on ‘‘escort” interceptors. Third-
phase direc ted-energy weapons systems could
be survivabl.: against the current or first-phase
Soviet DANASAT threat; the question is,
would they be survivable against a later
DANASAT threat that might be in place by
the time the directed-energy weapons were de-
ployed?

Directed-Energy ASATs

Long before directed-energy weapons such
as lasers or particle beams achieve the capa-
bilities they would need as BMD weapons, they
could be effective anti-satellite weapons. Anti-
satellite laser weapons, if placed in space be-
fore more capable BMD laser weapons, might
successfully attack the latter as they were be-
ing deployed.

In some cases, such as the nuclear bomb-
pumped x-ray laser, the most likely applica-
tion of an advanced directed-energy weapon
would be as an ASAT. What little analysis has
been done so far indicates that x-ray laser
ASA'Tslaunched from the ground to fire from
the upper atmosphere would be difficult, if not
impossible, to counter. However, tLe feasibil-

ity of x-ray laser weapons remains to be dem-
onstrated.

Soviet Possession of Comparable Technologies

As one attempts to project various combi-
nations of survivability techniques and vari-
ous modes of anti-satellite attack into the far
term, the situation becomes even hazier. It
does appear that two DEW ballistic missile
defense systems occapying space could
risks of crisis instability. The side that struck
first in & simultaneous attack on all the other’s
DEWSs might ceize an advantage. Much would
depend on each side’s tactics and its ability
to jam, spoof, or disable the sensors on the
other side. At best, each side might neutralize
the other’s BMD system, leaving both defense-
less but with nuclear retaliatory capabilities
(as is the case today). At worst, the side strik-
ing first might unilaterally neutralize the
other’s BMD (and other military space assets),
leaving him open to nuclear blackmail. Mutual
fears of this possibility might lead to crisisin-
stability.

On the other hand, if the two sides could de-
fine precisely balanced deployments and rules
for ensuring the mutual survivability of their
systems, and then arrive at verifiable arms
control agreements providing for them, they
might avoid such instability.

IMPORTANT GENERAL ISSUES

Costs

Some experts iz space systems argue that

the major cost driver of space-based BMD
would be the manufacture of hundreds or thou-
sands of novl, yet highly reliable, spacecraft.
The SDIO suggests that its research into new
producticn techniques would resclt in substan-
tially reduced costs. Until such techniques
have actually been demonstrated in practice,
this suggestion will be difficult to verify.

In any case, space transportation cost would
be & major challenge. The SDIO has spoken

of ultimately requiring launch operating costs
ore-tenth those existing today (not counting
the costs for development of such a system).
For the nearer term (late 1990s) the goal ap-
pears to be a threefold operating cost reduc-
tion. For the very near term, planners are be-
ing told to derign systems that could evolve
into less costly ones, but there is little expec-
tation of immediate first-phase savings.

Components today are conceptual, so relia-
ble cost estimates are not possible. Efforts to
improve ‘‘producibility’’ and operations costs
for SBIs, ERIS, and HEDI are also conceptual.




System architects’ estimates put the costs
of designs comparable to the second-phase ar-
chitecture in the low hundreds of billions of
dollars. Given that the United States would
have to engineer, build, and deploy entirely new
classes of space systems, cost estimates today
are shaky at best. For any given component,
unanticipated difficulties might increase costs,
or technical breakthroughs might decrease
costs. The SDIO has produced a rough esti-
mate for the cost of a nhase-one system: $75
billion to $150 billion.

Phase-three architectures are now so loosely
defined and understood that few if any con-
tractor cost estimates exist. .

Nobody now knows how to calculate, let
alone demonstrate to the Soviets, the cost-
exchange ratio between offense and defense.
Detailed defensive system designs and a
thoroughly researched understanding of po-
tential offensive countermeasures may help.
But unless the ratio appears obviously to be
much greater than one-to-one, it will be ex-
t1emely difficult to determine whether the cri-
terion of “‘cost-effectiveness at the margin”
has been met by any proposed BMD system.
At least in the first phase, it appears that the
Soviets would have a strong incentive to add
missiles, warheads, and countermeasures to at-
tempt to restore their strategic nuclear capa-
bilities. The question would be whether the
Soviets were persuaded that in the long run
the defense system would evolve into one that
cost less per Soviet RV destroyed.”

Timing and Evolution

The, Strategic Defense Initiative Organiza-
tion (SDIO) has not pursued the SDI as an
open-ended research program to be concluded
only when a certain level of knowledge was at-
tained. Instead, the research has been strongly
oriented toward trying to provide the basis for

"This discussion does not address whether the Soviets would
accept the cost/cxchange ratio criterion for their own decisions
or whether they might simply do their best at improving their
offense and hope the United States might not follow the ensu-
icx;g’ offensive-defensive arms race through to iis expensive con-

ion.

an “informed decision” on BMD full-scale engi-

neering development by the early 1990s (the
exact year, although it appears widely in the
press, is classified). Nevertheless, {mplied in
the SDI program was that whatever informa-
tion might be available by the early 1990s,
proposals for deployment would be offered.

Congress, however, has not funded the SDI
at the level that the SDIO asserted was nec-
essary to permit an informed decision about
such proposals by the early 1990s. Nevertheless,
by cutting back pa.-allel technology programs
and longer-term research while preserving pro-
grams believed to have near-term promise, the
SDIO has attempted to maintain the goal of
making detailed deployment proposals by only
1 year later than the appointed date.

In late 1986 and in 1987 the SDIO began
developing the ‘‘phase-one”’ BMD system ar-
chitecture described above. In its 1987 annual
report to Congress, the SDIO said that its
study of the first phase of a phased deploy-
ment *. .. doee not constitute a decision to de-
ploy. Such a decision cannot be made now.”!*
OTA concurs. First, the required space trans-
portation system is unlikely to be available for
early 1990s deployment. Second, the reduc-
tions in SBI weights essential to deploying sig-
nificant numbers of effective weapons are not
yet available. Third, the U.S. aerospace indus-
try would have to engineer, mass produce, and
deploy entire new classes of satellite systems.
Fourth, cost estimates for all these steps today
are shaky at best. The SDIO does argue that
the first-phase option would lay the ground-
work for the deployment of subsequent phases.
This could be true if the subsequent phases
were in fact known to be feasible, affordable,
survivable, and cost-effective at the margin—
and if the first-phase system retained some ca-
pability against a responsive Soviet threat.

Every part of the complex development, pro-
duction, and deployment scheme would have
to work well and on schedule. Otherwise, the
Soviets could be well on the way to neutraliz-
‘ag the first-phase architecture before it was

“SDIO, op. cit., foot note 2, p. 11-10.
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fully in place. Countermeasures could have
greatly degraded SBI capabilities. For exam-
ple, as the booster rocket burning times of So-
viet missiles decreased (a process already
occurring as the Soviets move to solid-fueled
boosters), fewer SBI's could reach the boosters
before their post-buost vehicles had separated
and begun to dispense reentry vehicles and
decoys. New post-boost vehicles, which would
in any case be harder to track and hit than
boosters, could also dispense their payloads
more rapidly. Without altering their rocket
technologies, the Soviets could concentrate
their ICBM bases so that fewer SBIs would
be in range when many ICBMs were launched
at once (that is, the “‘atsentee ratio’ would be
higher). While the Soviets would not find all
such countermeasures cheap and easy, one
should compare their cost and difficulty to
those of developing and deploying a vast new
space-based BMD system.

Adding more SBIs to the BMD const.ellﬁ- |

tion would allow attacks on more boosters, but
the numbers of SB1s needed would become in-
creasingly prohibitive as the Soviet ICBM
force evolved. On the other hand, if the Soviets

could not soon redrce the burn-times of their
post-boost vehicles, SBI effectiveness might
endure for s¢.ne time—assuming that the first-
phase SBI infrared sensors could effectively
home ir. on the colder PBVs.

Although a phase-one architecture may be
presented to Congress as the first step of a
“phased deployment,” research on the later
phases is far frcm d2monstrating that those
succeeding phases will be feasible, affordable,
and compatible with first-phase systems. The
feasibility of fully trustworthy battle manage-
ment software systems may never be entirely
demonstrable. The feasibility of directed-en-
ergy weapons and interactive discrimination
systems remains to be demonstrated, and per-
suasive evidence one way or the other will prob-
ably not be available until after 1995. The fea-
sibility of a new, post-2005 generation of Soviet
fast-burn boosters that could stress even di-
rected-energy weapons remains plausible and
cannot be discounted.

Thus a ““phased deployment” in which only
the first phase was shown to be feasible would
not necessarily be able toevolve and adapt to

Figure 1.5.—SDIO Proposal for Development and Deployment

Concept Development
approval approval
(Milestone 1) (Milestone 2)

Initial
Production Operational
approval Capability

Phase 1 ‘
Stra*agic Research & I Demonstration Full-scale

(Milestone 3) (1oC
Operation
—4 engineering -i-:m?gc:ggt&
development | eploy

Defense —  development validation
Sys:em (SDS) !
(Milestone 1) {Milestone 2) {Milestone 3) (10C)
Phase 2 SDS {v 4 { —1J >
(Milestone 1) {Milestone 2) (Milestone 3)
Phase 3 SDS i i Jg»
SOURCE: Office of Technology A t, sdopted from Dep: of Def ion on ‘he ic Def i

D N

© A LAl b o) o 0




.y

3 . - X
v
r—w—mwum‘m [,

aresponsive Soviet threat. The SDIO plan calls
for completing *‘demonstration and validation”
of phase-two concepis befcre actual produc-
tion and deployment of phase onc. Therefore,

® commitment in the early 1990s to a phese-
one development would imply confidence
that phases two and three will ultimately
prove feasible, and

¢ commitment in the mid-1990s to phase-one
deployment would require an ac? of f&ith
that phase three would prove feasible.

Otherwise, depending on how long deploy-
mcat actually took and how effective the So-
viet respovnse was, either the first- or second-
phase systems covld be reduced to only mnd-
est effectiveness or impotence even befo;'e de-
ployment was completed.

SDIY) officials and contractors have sur-
mised that the technologies needed to main-
tain and extend the defersive capabilities of
first- and second-phase systems into the far-
ther term will in fact become available. If a
continuing, vigorous research and develop-
ment program produced the necessary tech-
nologies, and if Soviet offensive developments
could not keep pace, the first-phase concept
might evolve into a more advanced BMD sys-
tem. If the Soviets responded to the SBI sys-
tem by developing faster-burning PBVs that
could carry only much reduced payloads, then
the ultimate task of discriminating RVs and
decoys in the mid-cour se could be greatly sim-
plified. (This conclusion assumes that the
Soviets could not afford at the same time to
double the size of their missile fleet.) The

United States could add sophisticated SSTS .

satellites and SBIs with improved sensors. If
Soviet decoys were few enough and simple
enough, the sensor satellites mi~ht be able to
track and discrimir.ate RVs and decoys in mid-

© course, thus allowing improved hit-to-kill weap-

ous to attack RVsinaividually after they were
dispensed. Or, interactive discrimination tech-
nigues might turn out to make RV/decoy dis-
crimination feasible.

OTA concludes that, if shown to be techni-
cally feasible and desirable, second-phase sys-
tem production and deploymext could not be-

i o s i B e Seia b A b

gin until around the year 2000 or be completed
much befcre 2010. Soviet countermeasures
coming into deployment by then could include
more missiles, advanced RVs (possibly includ-
ing maneuvering RVs or “MaRVs”) and de-
coys, faster rocket boosters and post-boost ve-
hicles, concentrated launch-sites for boosters,
and advanced anti-satellite weapons. The util-
ity of space-based SB1s for boost-phase inter-
ception would then be severely limited. De-
pending on whether and when the Soviets
could field faster-dispensing PBVs, the SBIs
might be of some utility for PRV interception.
Overall system effectiveness, however, would
probably depend heavily o1 how well the mid-
course discrimination challenge had been met.

If the Soviets developed high-payload, fast-
dispensing PBVs, the United States might
have to add laser weapons to the defense sys-
tem to increase boost- and post-boost inter-
cepts to reduce the mid-course discrimination
burden. As is noted below, however, even this
step might not suffice.

As of 1983, three uncertainties about the via-
biiity of a second-phase system especially
stand out:

1. evidence demonstrating effective and af-
fordable technology for discriminating So-
viet nuclear warheads from decoys will
probably not be available before the mid-
1990s, if then;

2. afollow-or, directed-energy BMD system
would be needed to restore or maintain de-
fense effectiveness once faster-burning
boosters were able to evade SBIs; but
directed-energy weapons for BMD may or
may not be technically feasible; such fea-
sibility is very unlikely to have heen de-
termined by the early 1990s; if the Soviets
were able to field a few thousand very fast-
burning boosters with one warhead and
several decoys each, even directed-energy
weapons might not suffice to maintain a
high level of defense effectiveness;

3. the survivability of a space-based system
itself against a defense suppression attack
by Soviet weapons likely to be available
after the year 2000 may not have been de-
termined by the early 1990s.
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Ballistic missile defense deployments of du-
bious long-term effectiveness could stimulate
the Soviet Union to offensive countermeasures
and weapon deployments rather thar to nego-
tiations to reduce mutual offensive threats.

Competition in Anti-satellite Weapons

As noted above, the technologies epplicable
in exo-atmospheric weapons are, in most cases,
liable to be applicable in ASAT weajous be-
fore they ave applicable in BMD. Thus there
will be pressures from the military establish-
ments on both sides to fieid such weapons as
they become feasible, whether or not they
prove to have BMD potential. For example,
the first mission for snace-based SBis may be
as defensive satellites, or DSATS, to protect
the BMD system as it i3 being deployed. Space
lasers may be attractive ASATs and DSATSs
whether they are adopted as BMD weapons
or not. Neutral particle beam discriminators
could be powerful ASAT weapons. If the nu-
clear-pumped x-ray laser can be developed as
a weapon—which is far from proven—its most
prom’sing application may he as an ASAT. No
credible answer to the x-ra; laser as a BMD
suppression weapon has been developed.

ere Hinta M Pt s e

/

As the United States or the Soviet Union
began to deploy subtantial numbers of BMD
weapons on the ground or in space, these weap-
ons would greatly increase the anti-satellite
threat to the other’s space assets. (Space-based
weapons themselves would, of course, be among
those space assets.) Neither side is liable to per-
mit the other the kind of unilateral control of
space that such unchallenged ASAT capabil-
ities would provide. Therefore, in the absence
of arms control agreements to the contrary,
we should expect from the beginning of BMD
space deployments an intense competition be-
tween the superpowers for control of near-earth
space.

A frequently proposed survivability meas-
ure for U.S. space-based BMD assetsis theen-
forcement of keep-out zones against any po-
tentially threatening Soviet satellites. Whether,
when, and how the Soviets might challenge
such assertions of U.S. exclusionary zones in
space has not been analyzed by those propos-
ing this tactic. Indeed, the whole question of
the mutual occupation of space by weapons
of comparable capability has not yet been ade-
quately addressed by SDIO or its contractors.
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Chapter 2

Introduction

ORGANIZATION OF THIS REPORT

This report identifies questions to be an-
swered before the technical feasibility of
achieving the goals set for the Strategic De-
fense Initiative (SDI) can be determined. The
report also offers a snapshot of how far re-
searchers have come toward answering these
critical questions and how much remains
unknown. S »

Chaptér l Summéry

Chapter 1 summarizes and explains the prin-
cipal findings of this OTA study.

Ch‘apter 2: Introductioh

This introductory chapter devotes consid-
erable attention to goals for the SDI, since this
subject continues to be a source of confusion
and debate in the country. Various leaders in
the Administration and in Congress have at
one time or another emphasized different goals,
and which goals will ultimately prevail remains
uncertain, Clearly, some goals would be eas-
ier to reach than others. This discussion does
not include a critical analysis of the goals nor
does it attempt to resolve the debate about
them. Instead, this chapter tries to provide a
context for the issues of technical feasibility.

Chapter 3: Designing a Ballistic Missile

Defense (BMD) System: Architecture
and Trade-off Studies

To assess the feasibility of a potential BMD
system, the United States needs to know both
what the system’s elements and the system
as a whole might look like. To this end, the
Strategic Defense Initiative Organization
(SDIO) has awarded a series of contracts to
several teams of defense companies to try to
define some candidate ‘‘system architectures”
for BMD. Drawing on these studies, SDIO syn-
Note: Compla: ~ defiuitions of acronyms and initialisms

are listed in Appendix B of this report.

thesized its own *‘reference architecture’ to
help SDI researchers understand the require-
ments that the technologies being developed
eventually must meet.

Late in 1986 and ir the first half of 1987,
system architecture analysis was in a state of
fiux as SDIO instructed its contractors to con-
ceptualize the early stages of a BMD deploy-

* ment. Inmid-1987, the SDIO proposed a first-

phase architecture to the Defense Acquisition
Board and in September the Secretary of De-
fense approved a program of ‘’demonstration
and validation” for this architecture. The proc-
ess of evolving system architecture analysis

* and design is likely to continue throughout the

life of the program and into the period during

* which defenses are actually deployed, if they

are. There should be continuing feedback be-
tween system designers and technology devel-
pers, balancing the desirable and the possible.
This chapter introduces that process, discusses
its importance, and describes where it has led
so far.

Chapter 4: Status and Prospects of
Ballistic Missile Defense Technologies,
Part I: Sensors

Chapter 5: Status and Prospects of
Ballistic Missile Defense Technologies,

Part II: Weapons, Power, Communication,
and Space Transportation

These chapters are organized as reference
works on several of the key technologies un-
der research in the SDI program—describing
them, surveying the requirements they must
ultimately meet, and reporting their status (in-
cluding key unresolved issues) as of early 1988.
The chapters also examine the requirements
for combining those technologies into work-
ing components of a BMD system, with em-
phasis on the kinds of components needed for
recent SDIO “reference architecture’” formu-

31
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lations. Chapter 4 reviews technologies for
finding, tracking, and pointing weapons at mis-
sile boosters, post-hoost vehicles, and reentry
vehicles and for discrirninating between gen-
uine targets and decoys. Chapter 5 reviews the
weapon technelogies for delivering lethal doses
of energy (kinetic or electromagnetic) to tar-
gets. It also addresses the key technologies of
space transportation, communicaticn, and
power supplies for space assets.

Chapter 6: System Development,
Deployment, and Support

If BMD is to play a role in U.S. national
strategy, the technologies described in the pre-
vious chapters must be incorporated into work-
ing weapon components. Those coraponents
must be integrated iuto effective weapon sys-
tems that are affordable, maintainable, and
adaptable over time to possible adversary re-
sponses. By focusing on some particularly chal-
lenging issues, such as the development and
angineering of a space-based space surveillance
system and the logistics of space transporta-
tion, chapter 6 attempts to give an apprecia-
tion of the steps involved in these processes.

Chapter 7: System Integration and
Battle Management

With variations on SDIO’s reference ar-
chitecture for a BMD system as modeis, this
chapter shows how the various components of
such a system would have to work together
to intercept a ballistic missile attack in its sev-
eral phases. The chapter attempts to give an
appreciation of the complexities of integrat-
ing BMD system components into a quickly
reacting system. It does s0 by presenting an
overview of the tasks a BMD system would
have to perform and examples of how it would
perform them. It aiso examines the concept
of BMD batile mariagement and the , vles of
humans ard computers in such a battle.

Chapter 8: Computing Technology

Computers would be crucial to any BMD
system, from simulation testing of theoreti-

cal designs, through operation of most of the
hardware, to management of the battle. Chap-
ter 8 focuses on the roles of computers in BMD
and nn the computation capabilities needed to
satisfy SDI requirements. Computing technol-
ogy encompasses both hardware and software.
This chapter, however, emphasizes hardware
questions while chapter 9 focuses on software.

Chapter 9: Software

The legislation mandating this study in-
structed that it include an analysis of the fea-
sibility of meeting SDI software requirements.
Chapter 9 examines the question of whether
the complex computer programs that BMD
will require could be made sufficiently depend-
able. It analyzes the concepts of software trust-
worthiness and reliability, as well as other
important software issues. It compares re-
quirements and characteristics of BMD soft-
ware to existing, trusted software systems.
The chapter ends with conclusions about the
prospects for producing trustworthy software
for the SDI.

NOTE: Chapters 10, 11, and 12 are now avail-
able only in the classified version of this
report. The descriptions here are for
reference.

Chapter 10: Nondestructive

Countermeasures Against Ballistic
Missile Defense

Ballistic missile defense systems must be de-
signed to cope with the kinds of countermeas-
ures the Scviets might deploy against them.
These include modified or new bllistic mis-
siles, devices intended to make reentry vehi-

- cles harder to find or shoot at, and weapons

that could attack the BMD system. This chap-
ter examines the first two types of counter-
measure, while chapter 11 describes the iat-
ter, or “‘defense suppression’’ technologies and
their counters. Estimates of physically possi-
ble countermeasures must be refined by esti-
mates of what is technically, economically, and
strategically feasible for the Soviet Union. The

chapter concludes with a review of the tech-
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nologies that might provide responses to the
potential Soviet countermeasures.

Chapter 11: Defense Suppression and
System Survivability

The legislation instructing OTA to carry out
this study placed special emphasis on the sur-
vivability of an SDI-produced BMD system
in the face of an enemy attack on the system
itself. The chapter reviews the technologies
that might be applied to defense suppression

and the technologies and tactics that might
counter them. '

Chapter 12: Defense Suppression
Scenarios

In a variety of ‘‘scenarios,” chapter 12 iden-
tifies the most stressing attack threats that
various BMD elements would be likely to face
and the methods a BMD system might use to
defend itself, actively or passively.

THE GOALS OF THE STRATEGIC DEFENSE INITIATIVE

According to the Strategic Defense Initia-
tive Organization in 1986:

The goal of the SD1 is to conduct a program
of vigorous research and technology develop-
ment that may lead to strategic defense op-
tions that would eliminate the threat posed by
ballistic missiles, and thereby:

¢ support a better basis for deterring ag-
gression,

¢ strengthen strategic stability, and

¢ increase the security of the United States
and its Allies.

The SDI seeks, therefore, to provide the
technical knowledge required to support an in-
formed decision in the early 1990s on whether
or not to develop and deploy a defense of the
U.S. and its Allies against ballistic missiles.!

What does the phrase, ‘‘eliminate the threat
posed by ballistic missiles,’”” mean, and how

'Strategic Defense Initiative Organization, Report to the Con-
gress on the Strategic Defense Initiative, June 1986, p. IV-1.
In its 1987 report, SDIO dropped *in the early 1990s’ from
its goal; it also dropped the ‘“‘not” from the phrase “whether
or not” in the above quotation.

might doing so enhance deterrence, stability,
and security? Propopents of BMD have argued
that increasing levels of defense could offer in-
creasing benefits. Fairly modest levels of
BMD, they say, might improve deterrence of
a Soviet nuclear attack by increasing Soviet
military planners’ uncertainty about the effec-
tiveness of such an attack. Higher levels of de-
fense capability might actually deny the
Soviets even the possibility of achieving what-
ever military goals they might have for attack.
Finally, extremely good defenses against all
types of nuclear attack—including attacks by
ballistic missiles, cruise missiles, bombers, and
other means of delivery—might essentially as-
sure the survival of the U.S. population and
saciety no matter what the Soviets tried todo.
Then U.S. security wouid no longer rely on the
threat of retaliation to deter a nuclear attack.

SDIO officials emphasize that currently the
pr:ponderance of their attention is focused on
systems and technologies intended to lead to
early accomplishment of the first goal of en-
hancing deterrence.

THREE GOALS FOR STRATEGIC DEFENSE

Increase Attacker Uncertainty
Working with assumptions about the ac-
curacy, explosive power, and reliability of
weapons systems as well as the nature of in-

tended targets, Soviet military pianners can
make some predictions about Soviet ability to
destroy a chosen set of targets. Just how con-
fident Soviet planners would or should be
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about the validity of their assumptions is ex-
tremely dif4icult for U.S. analysts to determine.

Relatively modest amounts of strategic de-
fense,? some argue, might add to the uncertain-
ties that the potential attacker already faces.?
He would be forced to make additional assump-
tions about how—and which—of his warheads
would be intercepted by the defenses. Insofar
as a Soviet decision to launch a nuclear attack
on the United States might depend on Soviet
confidence in the’ - ability to destroy a given
set of targets, the protection added by mod-
est U.S. strategic defenses might help d-cer
such a decision.* Presumably, the larger £ae-
tor in a Soviet decision on whether to strike
first is the current high probability that a U.S.
retaliatory attack would devastate much of the
Soviet Union.

In its 1987 report to Congress, SD10 sug-
gested that relatively modest levels of defense
might begin to add to Soviet uncertainties by
“denying the predictability of Soviet attack
outcome . . . and imposing on the Soviets sig-
nificant costs to restore their attack con-
fidence.’™

There are ways the Soviets might try to re-
duce the uncertainties added by U.S. defenses.
They might deploy offensive countermeasures
designed to restore their previous level of con-
fidence in their weapons’ ability to reach and
destroy assigned targets. They might deploy

*This section addresses strategic uefense generically—i.e.,
goals for defense against all means of delivering nuclear weap-
ons, not just against ballistic missiles. Since the SDI is directed
at developing defenses only against ballistic missiles, we quickly
turn to that particular task for strategic defenses. Where rele-
vant, the report will call attention to the relationships between
ballistic missile defense and other kinds nf strategic defense.

*These would include uncertainties about: the accuracy of mis-
siles over untested trajectories; the vulnerabilities of some kinds
of targets, such as command and control systems; whether the
victim of the attack would launch his own missiles ‘‘on warn-
ing,” thus defeating the most critical objective of the attack;
and the nature and results of the retaliation carried out by
submarine-launched missiles, bombers, and cruise missiles that
escaped the attack.

‘For n more detailed discussion of deterrent strategy, see U.S.
Congress, Office of Technology Assessment, Ballistic Missile
Defense Technologies, OTA-ISC-254 (Washington, DC: U.S.
Government Printing Office, September 1985), pp. 67-132, -

*Strategic Defense Initiative Organization, Report to the Con-
gress on the Strategic Defense Initiative, April 1987, p. I1-11.

additional weapons intended just to exhaust
the defenses, assuring that some weapons face
no defensive screen. They might attempt to
circumvent the BMD system by adding more
bombers and cruise missiles to their arsenal.

On the other hand, the Soviets would have
to make new assumptions about how well these
responses would work. The Soviets might also
choose to give up some weapon capabilities to
preserve others: for example, some counter-
measures intended to assure that a given num-
ber of nuclear warheads could penetrate the
defense might be traded against sacrifices in
the number, accuracy, or yield (explosive
power) of those warheads. If only because the
offensive task had become more complicated,
at least some more uncertainty would exist
than if the United States had no defenses at
all.* Opinions vary, however, on what margin
of additional uncertainty the Soviets would
face and whether there might be other, less
costly, and earlier ways to complicate Soviet
attack problems.

Deny Military Objectives

Some analysts have argued that an increase
in attacker uncertainty as described above is
itself a sufficient enhancement of deterrence
to justify deploying ballistic missile defenses.
The SDIO, however, places & more rigorous
requirement on defense:

A defense against ballisiic missiles must
be able to destroy a sufficient portion of an
aggressor’s attacking forces to deny him the
confidence that he can achieve his objectives.
In doing so, the defense should have the po-
tential to deny that aggressor the ability to
destroy a militarily significant portion of the
turget base he wishes to attack.’

The goal here is not just to reduce the at-
tacker’s confidence in achieving some set of
goals, but to deny him any reasonable pros-

*Alternatively, some would argue that the Soviets might find
a secrel, countermeasure that they were certain was capable of
totally disabling the U.S. BMD system; if they combineu this
countermeasure with expanded offensive forces, their net cer-
tainty of attack success might be increased over what it is today.
*Strategic Defense Initiative Organization, op. cit., p. IV-2.
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pect of doing so. Suppose, for example, that
the Soviets have set for their strategic forces
the goal of destroying 75 percent of a particu-
lar target set. A U.S. strategic defense that
could predictably allow them to destroy only
50 percent of this set would therefore deny the
Soviets their goal. If the difference between
the Soviets’ choosing to attack and refraining
from attack rested on their confidence in their
ability to destroy 75 percent of the targets,
they would be deterred.

An attack of thousands of nuclear weapons
that failed in its purely military objectives,
whatever they might be, would still wreak
great, perhaps irreparable, damage on U.S. so-
ciety. Such damage would include not only the
direct effects of nuclear weapons exploding
near U.S. cities, but the longer-term effects of
nuclear fallout and economic and social disrup-
tion.* Moreover, for purposes of intimidation
or deterrence, the Soviets might change their
target plans to retain their ability to destroy
U.S. cities intentionally. Thus we would still
need to rely on the threat of retaliation to de-
ter Soviet or other attacks (or, perhaps more
to the point, threats of attack) on our economy
and society.

Assured Survival

In his speech of March 23, 1983, inaugurat-
ing the SDI, President Reagan set an even
higher goal for strategic defenses:

What if fre2 people could live secure in the
knowledge that their security did not rest
upon the threat of instant U.S. retaliation to
deter a Soviet attack, that we could intercept
and destroy strategic ballistic missiles before
they reached our own soil or that of our
allies?’

This goal goes beyond denying the Soviets
an ability to destroy a *‘militarily significant
portion” of some target base; it would be to

*See, tor example, U.S. Congress, Office of Technology Assess-
ment, The Effects of Nuclear War. OTA-NS 89 (Washington,
DC: U.S. Government Printing Office, May 1979), esp. ch. 4,
pp. 109-118.

*Ronald Reagan, televised speech, Mar. 23, 198.

protect people. As the President said over 3
years later:

Our research is aimed at finding a way of
protecting people, not missiles. And that's
my highest priority and will remain so.'*

The goals of increasing attacker uncertainty,
denying military objectives, and assuring na-
tional survival imply progressively more ca-
pable defensive systems, and correspondingly
more difficult technical challenges. The follow-
ing survey of the Soviet missile threat and the
kinds of targets the United States would need
to defend against that threat illustrates the
scope of the strategic defense problem.

The Soviet Ballistic Missile Threat

The Soviets now have about 1400 intercon-
tinental ballistic missiles (ICBMs) carrying
about 6300 nuclear-armed re-entry vehicles
(RVs). They also have about 944 submarine
launched ballistic missiles (SLBMs) with about
2800 nuclear-armed RVs (see figure 2-1). The
Soviets also have several hundred interme-
diate-range ballistic missiles based in the So-
viet Union that can reach all or part of Eur-
ope and Asia with about 1400 nuclear RVs—
but these are to be eliminated under the Inter-
mediate Nuclear Forces (INF) agreement
signed in December 1987. Several hundred
shorter-range missiles can deliver single war-

heads from tens to hundreds of kilometers;

many are based in Soviet Bloc countries and
can reach important targets in NATO coun-
tries. Under the terms of the INF agreement,
the Soviets are also to eliminate their other
missiles with ranges above 500 km.

The composition of the Soviet ballistic mis-
sile force will change over the years during
which BMD might be developed and deployed

“President Ronald Reagan, “SDI: Progress and Promise,”
briefing in Washington, D.C. on Aug. 6, 1986, Current Policy
No. 858, U.S. Department of State, Bureau of Public Affairs,
Washington, DC, p. 2. Secretary of Defense Caspar Weinberger
has said, “When the President says that we are aiming at a
strategic defense designed to protect people, that is exactly what
he means.” Speech at Hurva.-" University, Sept. 5, 1986, quoted
by David E. Sanger, *“Weinbergs r Denies Antimissile Sbift-. "The
New York Times, Sept. 6, 1968, p. 9.
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(see figure 2-2). The changes would be more dra-
matic if the Soviets attempted to counter the
effectiveness of prospective U.S. defenses. An-
ticipating this “‘responsive threat’” is a major
challenge for BMD planners. The SDIO has
not been assigned to address the Scviet abil-
ity, presen: and forecast, to deliver nuclear
waapons with aircraft and ground-, sea-, or air-
launched cruise missiles. The Air Force is con-
ducting an “ Air Defense Initiative” (ADI) that
is studying the interception of air-breating
weapons. The ADI, however, is operating at
much lower funding levels than the SDI.

Targets To Be Defended

The three goals of uncertainty, denial, and
assured survival remain abstract and ambig-
uous until we consider the kinds of targets to
be defended against nuclear attack. Soviets at-
tack objectives might include four broad cat-
egories of targets: :

1. strategic retaliatory forces—I1CBM silos
(or, in the future, mobile ICBMs), bombers
(and refueling tankers) at their bases, sub-
marines in port, command posts, and com-
munications nodes;

2. other military targets—including military
headquarters, barracks, nuclear and con-

Figure 2-2.—Modernization of Soviet ICBMs
Warhead Mix

§8-11,
85-13,

(silo & mobiie)

Mid-1990s®

1986
8Estimates based on current trends.

SOURCE: U.S. Department of Defense, Soviet Military Power (Washington, DC:
U.S. Government Printing Office, 1987).

ventional ammunition dumps, supply
depots, naval ports and shipyards, air-
fields, and radars;

3. econumic targets—industrial facilities,
fuel reserves, research ceaters, transpor-
tation nodes, and cities; and

4. political targets—non-military govern-
ment facilities, and civil defense shelters.

Each of these sets of targets (for further ex-
planation, see box 2-A) hes different implica-
tions for strategic nuclenr offensive and defen-
sive operations.

Strategic Retaliatory Forces

The purpose of a Soviet. nuclear attack on
U.S. strategic nuclear forces—a so-called
“counterforce” attack—would be to reduce the
ability of those forces to carry out a retalia-
tory nuclear attack on the Soviet Union. In
1986 the Department of Defense estimated
that by attacking each of 1000 U.S. Minute-
man missile silos with two SS-18 warheads,
the Soviets could destroy about 65 to 80 per-
cent of U.S. land-based ICBMs."

An attack would have to succeed quickly and
destrny a high percentage of the targets. Other-
wise, U.S. weapons could be launched against
the Soviet Union (assuming they had not al-
ready been launched on warning, before the
first Soviet missiles arrived). The objective of
substantially reducing the retaliatory damage
inflicted on the Soviet Union would not be met.
Thus slower bombers and cruise missiles would
be less suitable than ballistic missiles for this
kind of disarming attack.

"U.S. Dopartment of Defense, Soviet Military Power 1986
{(Washington, DC: U.S. Government Printing Office, 1986), p-
25. The United States maintains several hi Poeeidon and
Tridentmiuilesltmatdltimesmdialddingua—launched
nuclear cruise missiles to its arsenal. It also maintains bom-
bers (many with cruise missiles) on alert for rapid escape on
warning. The President's Commission on Strategic Forces (the
“Scowcroft Commission” argued in 1983 that, in view of over-
all U.S. retaliatory capabilities, ICEM vulnerability did not war-
rant ABM (anti-ballistic missile) defense of missile silos in the
near term. Some argue that future Soviet anti-submarine war-
fare developments might compromise the survivability of U.S.
ballistic missile submarines, and that. defense of land-Lased mis-
siles might compensate for that eventuality. Others argue that
if both the United States and the Soviet Union were to deploy
BMD, U.S. retaliatory missilos would be less able Lo fulfill their
missions, whether !sunched from land or sea.
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Box 2-A.—Potential Targets for a So'riet Nuclear Ballistic Missile Attack

Strategic Retaliatory Forces

Land-based ICBMs.—The United States has about 1,000 intercontinental ballistic missiles in
hardened silos. In the 1990s it may deploy “Midgetinan’ missiles on road-mobile carrier vehicles.
It may deploy some MX *‘Peacekeeper’ ICBMs cn rsiiroad cars within U.S. military lands. An at-
tack on land-based ICBMs would have to be swift, weli-coordinated, and accurate. Gtherwise, many
of the missiles would remain available for striking back at the Soviets. (The Soviets would also have
to consider the risk that the United States would launch its ICBMs while they were under attack,
with many escaping destruction to retaliate against the Soviet Union.

Bomber Bases.—About 350 stratagic bombers, able to carry several thousand nuclear bombs
and cruise missiles, are based at some tens of airfields around the United States. Additional aircraft
are reeded to refuel the bombers in flight. Normally, i1 substantial number of the U.S. strategic
aircraft are on standby alert and might be expected tu escape a Soviet missile attack given several
minutes of warning; in times of crisis, more bombers would be placed on alert. A Soviet attack might
try to catch as many es possible of the U.S. bombers (and their refueling tankers) on the ground
or just after take-off.

Submarine Bases.—Thirty-odd submarines with several hundred underwater-launched ballistic
missiles are hased at just a few U.S. ports. By plan, in peacetime somewhat more than half these
submarines, with 2,500-3,000 nuclear warheads, are always at sea. Those in port would be easy,
inviting targets for a Soviet strategic counterforce attack. During a crisis, some of the submarines
in port could be sent to join those already at sea.

Communications, Command, and Control Facilities.— Linking the above forces to U.S. National
Command Authorities is a network of underground command posts, mobile command posts, mobile
communications (air, ground, and space) relays, and fixed communications transmitter and receiver
stations. A Soviet nuclear attack is likely to try to disrupt this network by direct nnclesr destruc-
tion of the fixed land facilities or by means of nuclear-generated electromagnetic pulses intended
to interfere with the functioning of electronic devices.

Other Military Targets

Military Headquariors; Barracks, Nuclear and Conventional Ammunition Dumps, Supply Depots,
Naval Ports and Shipyards, and Airfields.—Many other military facilities, while not directly sup-
porting U.S. rupid-response strategic nuclear forces, would be essential to the conduct of conven-
tional warfare or tactical nuclear warfare abroad. Many of these targets are “soft” . . . difficult to
shelter from the effects of even relatively inaccurate nuclear weapons.

Economic Targets *

Factories, Power Plants, Fuel Supplies, and Transportation Nodes.—These are sometimes called
“economic recovery” targets. The military purpose of attacking them right be to eliminate the
economic base that supports U.S. military power. While the United States might be able to carry
out a strategic nuclear retaliatory attack if its cities were destroyed, it could not carry on a conven-
tional war abroad very long.

Political Targets

Government Facilities and Civil Defense Shelters.—The Soviets might also attempt to disrupt
government to hinder ecoromic and political recovery.
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The purpose of a U.S. ballistic missile de-
fense against such an attack would be to pre-
serve enough missiles and bombers to retali-
ate successfully against the targets in the
Soviet Union designated by U.S. military plan-
ners."” At a minimum, the United States might
w.sh defenses to add to current Soviet uncer-
tainties about how well they could prevent
those offensive weapons from reaching the So-
viet Union. If these redundant, hardened tar-
gets caula be defended preferentially, that is,
if defensive resources could be devoted to pro-
tecting a sub-set of them that is unknown to
Soviet planners, then Soviet confidence in be-
ing able to destroy the whole force might be
reduced to a very low level."?

At best, we would want defenses that per-
suaded the Soviet Union of the certainty of fail-
ure of any preemptive attack on our strategic
forces that had the purpose of reducing sig-
nificantly the damage we coald do to the So-
viet Union.

Other Military Targets

The purpose of attacking U.S. military tar-
gets other than those connected with sirate-
gic nuclear forces would be tu weaken or elim-
inate the ability of the United States to project
military power abroad (to fight conventional
or limited nuclear wars in Furope, Asia, or else-
where), or even to defend its own territory
against invasion. Unlike sheltered ICBMs,
most of these other military targets are rela-
tively soft-—each could be easily destroyed by
one or a few mnderately accurate nuclear weap-
ons. Nor must they be destroyed instantane-
ously, since they cannot be used for a prompt
nuclear retaliation against Soviet territory.

Since these other military targets can be de-
stroyed more or less at leisure, strategic de-
livery vehicles other than ballistic missiles can

“Opinions vary greatly on how many of what kinds of tar-
gets the Soviets would have to believe they would lose in such
a retaliation before they would be deterred from iaunching an
attack on the United States. See OTA, Bailistic Missile Defense
Technologies, op. cit., pp. 68-76.

"For a more detailed explanation of the concept of preferen-
tial defense, see OTA, Ballistic Missile Defsnse Technologies,
op. cit., pp. 94-98.

be used against them—bombers and cruise
misailes in particular. Therefore, a strategic
defense intended to protect these targets must
be highly effective against *‘air breathing”
weapons as well as against ballistic missiles.

The purpose of defending such targets would
be to decrease the probability that a nuclear
attack on them could sizpificantly weaken our
military power; at bes’. we would want the
fSaohviet;s to be certain that such an attack would

It is important to note that many of these
“other military targets’’ arelocated in or near
urban complexes, and an attack on them might
be hard to distinguish from a punitive city at-
tack. Fallout would reach extensive areas of
ge United States and millions of people might

e. : :

Urban Economic and Politica.i Targets

The main military purpose of attacking the
U.S. industrial and political infrastructures
would be to remove the base from which the
United States exerts military and economic
power abroad. Another purpose, however,
might simply be to inflict punishment. Before
a war occurred, the purpose of having such an
ability to punish would be to deter actions (e.g.,
nuclear or nonnuclear attacks) by threatening
toimpose a cost higher than the expected gaip.
of such actions. For example, Britain and
France maintain nuclear deterrent forces that
they believe help deter the Soviet Union from
attacking them, even though the effects of
those forces on Soviet military capabilities
might be more indirect than direct.!

Even a few tens of nuclear weapons landing
on U.S. cities would cause unprecedented de-
struction in this country. Extensive use of civil
defense measures, if feasible, might ameliorate
the effects of such destruction (e.g., if city pop-
ulations could be evacuated and sheltered from
radioactive fallout and if industrial machinery
could be sheltered). But even more so than the

41t might be noted, however, that the Moscow area has many
military facilities; attacks on them would have widespread mil-
itary as wcll as civilian consequences.
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kinds of *'soft’” military targets described
above, cities are vulnerable to attacks over
hours and days by bombers and cruise missiles
as we!l as by ballistic missiles. Defending cit-
ies, then, would require extremely effective air
defenses as well as missile defenses.

The purpose of defending against attacks on
urban industrial targets would be primarily to
save lives, property, and civilized society.
Militarily, the purpose of having such defenses
would be to persuade potential attackers that
we could so limit damage to our Nation that
we would not have to constrain our own ac-
tions out of fear of the effects of an enemy nu-
clear attack.

From the standpoint of deterrence, various
considerations may affect just how much we
believe we need to limit damage to our Nation.
One consideration might be relative damage:
would the damage the United States is likely
to suffer in a nuclear war be more or less accept-
able to us than the damage the Soviets are
likely to suffer would be to them? Another
measure might be absolute: regardless of how
much damage we could inflict on the Soviets,
under what conditions would we be willing to
accept the amount of damage they could in-
flict on us (and vice-versa)?

An open question is just how limited the po-
tential damage would have to be before the
United Stat.s would decide to give up entirely
its own ability to carry out a nuclear retalia-
tion against potential attackers. That is, at
what point would we decide to rely on defense
rather than the threat of retaliation for our own
security?

The Speciai Case of Defense of Allies

Part of the stated mission of the SDI is to
des:gn defenses to protect U.S. allies against
ballistic missiles. But the purposes and tech-
nical problems of doing so differ somewhat
from those of defending the continental United
States.

In the case of North Atlantic Treaty Orga-
nization (NATO) sllies, for example, the So-
viet ability to deliver nuclear weapons onto
Western Eurupean soil is massive and diverse.

Besides their land- and sea-based long-range
ballistic missiles, the Soviets might use hun-
dreds of short-range ballistic missiles (inter-
mediate and medium-range missiles with
ranges above 500 km are to be eliminated un-
der the terms of the INF Treaty signed in De-
cember 1987). Thousands of Soviet and War-
saw Pact tactical aircraft are crediced with the
ability to strike Western Europe. Air- and
ground-launched cruise missiles are or will be
available.

The probability of being able to defend Ex-
rope’s densely populated teiritory against all
the potential kinds of nuclear attacks on cit-
ies and industries seems low. Therefore, most
proponents of BMD for the European theater
of war focus on the defense of what are chove
called “other military targets”’—command
posts, communications nodes, sheltered weap-
ons-storage sites (nuclear and nonnuclear), and
airfields. Ballistic missile defenses might at
least disrupt and reduce the effsctiveness of
Soviet nuclear missile attacks on such targets
(though other means of delivery would also
need to be dealt with).

Moreover, some believe that as Soviet bal-
listic missile accuracies increase, the Soviets
might use those missiles to attack military tar-
gets with nonnuclear explosive or chemical
warheads. Stopping moderately high (and in
some cases even modest) percentages of the
warheads in such attacks might make a mili-
tary difference.'* Others argue, however, that
the conventional tactical ballistic missile
threat, if it exists, is minor compared to others
NATO will have to contend with in the future.

Another mission for Soviet “‘theater’’ bal-
listic missiles might be the delivery of chemi-
cal weapons intended to incapacitate NATO
troops. Again, the interception of a significant
percentage of such missiles might make the
3ifference between some troops surviving a
chemical attack or not.

1See Manfred Woerner, ‘A Missile Defense for NATO Eur-
ope,”" Strategic Review, Winter 1986, pp. 13ff.

“For a detailed technical analysis, see Benoit More! and The-
odore A. Postol, ‘A Technical Assessment of The Soviet TBM
Threat to NATO,” to be published by the American Academy
of Arts and Sciences, Cambridge, MA.
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The shorter range Soviet ballistic missiles
differ in flight characteristics from their farger
relatives: their trajectories are shorter and con-
fined to lower altitades. While they travel more
slowly, their sheiter flight times also leave less
time for them to be intercepted. On the other
hand, because these missiles spend a greater
part of their flight time inside the atmosphere,
reentry vehicle decoys present less of a prob-
lem to the defense. Space-based BMD (espe-
cially of the kinetic kill variety) would be of
limited utility, and ground-based rocket-inter-
ceptors would be the likeliest BMD candida‘es.

The SDI Scenario

Various statements by Reagan Administra-
tion officials over the first 4 years of the Stra-
tegic Defznse Initiative can be combined to
form a scenario about how successively more
ambitious goals for strategic defenses might
be achieved.!” The expectation of the Admin-
istration is that SDI research will show that
deployment of baliistic missile defenses is fea-
sible and desirable. As I'resident Reagan has
said, “When the time has come and the re-
search is complete, yes, we're going to de-
ploy.’"*

In the early stages of deployment, accord-
ing to the Administration scenario, Soviet at-
tack uncertainties would increase, thus reduc-
ing the probability of a Soviet first-strike
decision (though not the damage they might
inflict should they choose to attack). At first,
minimal defense capabilities would only com-
plicate Soviet attack plans. As strategic
defenses became more capable, the Soviets
ought to be more persuaded that ihe military
purposes of any attack would fail. Neverthe-
less, as long as a substantial number of tar-
getsin the United States were still vulnerable
to attack, we would have to continue develop-
ing and deploying offensive strategic nuclear

YFor a list of statements prior to August, 1985, see OTA,
Ballistic Missile Defense Technologies,up. cit., App. I, pp.
308-309.

“President Ronald Reagan, **SDI: Progress and Promise,”
briefing in Washington, DC, on Aug. 6, 1986, Current Policy
No. 858, U.S. Department of State, Bureau of Public Affairs,
Washington, DC, p. 2.

weapons. As Secretary of Defense Weinberger
has written: :

Frcm the outset, we have insisted that
progress toward an effective SDI will have to
proceed hand in hand w:th regaining an eifec-
tive offensive deterren: ..'*

The Administration hopes, however, that
ultimately offensive deterrence can be
abandoned:

As the United States has repeatedly made
clear, we are moving toward a future of greater
reliance upon strategic defense. The United
States remains prepared to talk about how—
under what ground r:les and procesz—w« and
the Soviet Union can do this cooperatively.
Such strategic defenses, coupled with radical
reductions in offensive forces, would represent
a safer balance and would give future states-
men the opportunity to move beyond it—to
the ultimate elimination of nuclear weapons
from the fuce of the Earth.®

%'he key to this ultimate goal is seen to be
the development and deployment of defenses
that are unequivocally cheaper than corre
sponding amounts of cffense. As SDIO ruisit:

We seek defensive options—as with other
military systems—hat are able to maintain
capability more easily than countermeasures
could be taken to try to defeat them. This cri-
terion is couched in terms of cost-effectiveness.
However, it is much more than an economic
concept.”

“Caspar V. Weinberger, “U.S. Defonse Strategy,” Foreign
Affairs, Spring 1986, p. 678.

Earlier in the same article Weinberger explained his concept
of a muiti-leveled deterrent:

H the od alculates that his aggression is likely to f~il in

T sk P o o

te

tives, he faces the threat of ucnlzion to hostilities that mhj:

act & higher cost than he is willing to pay. In addition to defense

and eecalation, the third layer is retaliation: if the adversary con-

fronts a credible threat that jon will trigger attacks by a

wurviving U.S. retaliatory upngilit against the attacker's

intereats that result in losses ing any posaible gain, he will
not attack.
Ibid., p. 678,

*President Ronald Reagan, Speech to the U.N. General As-
sembly, Sent. 22, 1986, reprinted in The Washington Post, Sept.
23, 1986, p. Al6.

nStrategic Defense Initistive Organization, to the Con-
gress on the Strategic Defense Initiative, April 1987, p. IV-3,
1t should be added that not only should capability be maintain-
able at the margin, but that our initial acquisition of defense
capability needs to be affordable in comparison with the cost
to the Soviets of upgrad.: g their current offensive capabilities
to counter our defenses. The offense, being already in place, has
a head start on defenses yet to be built.
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Such a favorable *cost-exchange” ratio be-
tween defenses and offenses would be intended
to persuade the Soviets of the futility of con-
tinuing a competition in offensive arms. The
SDIO has stated that:

Program success in meeting its goal should
be measured in its ability both to counter and
discourage the Soviets from continuing the
growth of their offensive forces and to chan-
nel longstanding Soviet propensities for de-
fenses toward more stebilizing and mutually
beneficial ends . . . It could provide new and
compealing incentives to the Soviet Union for
sericus negotiations on reductions in existing
offensive nuclear arsenals.''*

Agreements on mutual offensive reductions

~ould make defensive tasks easier for each side. -

Thus the Soviets cou!d be offered both a car-
rot (possivility of their own effective defenses)
and a stick (threat of losing an arms race be-
tween offenses and defenses) as incentives to
subscribe to the U.S. scenario.

Current SDI Goals

The scenaric shown in table 2-1 for the SDI
suggests the following official attitudes toward
the three goals of uncertainty, denial, and as-
sured survival.

Uncertainty

Imposing greater uncertainty on Soviet at-
tack planners would be an initial benefit of de-
ploying BMD, but, presumably is not in itself
sufficient to justify the SDI.

Denial
Denial of Soviet military objectives in a bal-

listic missile would, in itself, justify deploy-
ing BMD. Secretary Weinberger has said:

- .. our strategic defense need not be 100 per-
cent leakproof in order to provide an extraordi-
nary amount of Ceterrence. Even a partially
effective defense would convince Moscow that
a first-strike was futile. And once we have ren-
dered a Soviet first-strike obsolete and un-
thinkable, we will have dramatically increased

®Ibid., pp. IV-1-2.

Table 2-1.—Strategic Defense Initiative Scenario

Stage 1:

SDI Research Leads to national decision in ear-
ly 1990's to proceed to full-
scale engineering development
aimed at deployment nf BMD
(reference to early 1990s date
dropped by SDIO in 1987)

Stage 2:

Development and

Preparation for deployment in
production of BMD

miid-ic-late 19008 (earlier initial

systems deployments raised as possi-
bility by Secretary Weinberger
in 1887)
Stage 3:
initial BMD Introduces unceriainty into
deployments Soviet strategic nuclear attack
planning, deployments prefera-
bly coordinated by agreement
with Soviets on transition to
defenses, but proceeds in any
case
Stage 4:

Extensive deploy-

Denies Soviet strategic forces
ment of highly ef-

abliity to achieve military ob-

fective BMD jectives; d .monstrates to
Soviets futility of competition
In offensive strategic missiles
Stage 5:

Deployment of ad-
vanced BMD sys-
tems, combined
with agreed deep

Deep reductions in all types of
offensive strategic nuclear
forces pius defer.ses aliows
abandonment of threat of
reductions in nuclear retaliat.on for security:
offenses assured survival achieved

SOURCE: Compiled from U.S. Depsrtiment of Ceferae. Report to the Congress

on the Strategic Defense Initiative, Ji:1e 1966, P. IV-12 and other Ad-
ministration statements.

stability and rested deterrence on a rock-solid
basis. But bear in mind that our goal remains
to make ballistic missiles—the most destabiliz-
ing and dangerous weapons known to man—
obsolete.”

Assured Survival

The goal of assured survival may well require
Soviet cooperation in offensive nuclear disar-
mament. A perfect defense against all ballis-
tic missiles may not be possible, and:

Even a thoroughly reliable shield against
ballistic missiles would still leave us vulner-
‘able to other modes of delivery, or perhaps
even to other devices of mass destruction. De-

*Remarks before the Ethics and Fublic Policy Center, Wash-
ington, DC, Sept. 26, 1986.
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spite an essentially leakproof missile defense,
we might still be vulnerable to terrorist at-
tacks against our cities. Our vision of SDI
therefore calls for a gradual transition to ef-
fective defenses, including deep reductions in
offensive nuclear weapons.®

In the expressed Administration view, thex,
the SDI should aim ultimately for ballistic mis-

“Weinb:r.ger. “U.S. Dclense Strategy.” op. cit., p. 684.

sile defense systems that are nearly leakproof.
One way of achieving assured survival might
be to build defenses so effective that they
would succeed no matter what the Soviets
might throv :: them. Another way might be
to build d. ‘ense- that promise to be so effec-
tive that ti-¢c So iets would prefer to negoti-
ate offenses uu both sides away rather than
embark on an offense-defense race that thy,
have been persuaded they would lose techni-
cally or economically.

THE CRITERIA OF /77.aL BILITY

Supporters and critics of the SDI would
probably both agree that proposals for deploy-
ing ballistic missile defense should meet at
least the four following criteria:

1. effectiveness,
2. affordability,
3. favorable cost-exchange ratio, and
4. survivability.

Note that in each case, meeting the criterion
will be at least partly dependent on Soviet de-
cisions and actions: the Soviets can make the
job harder or easier for the defense. In an un-
constrained arms race, they would do what
they could to make the job harder. In a coop-
erative regime of mutual defensive deploy-
ments and offensive reductions and controls,
each side might make the BMD job easier for
the other.

Effectiveness

Obviously, before deciding to deploy a BMD
system we would want to be confident that it
would be effective—that it would work well
enough to achieve the goals set for it. Effec-
tiveness needs to be evaluated on two com-
plementary levels. One level is technical per-
formance: how well can the proposed BMD
system perform ugainst the missile threat ex-
pected at the time of defense deployment? On
a hizher ievel, would such performance provide
a better basis for deterrence, strengthen stra-
tegic stability, and increase U.S. and Allied

securt-~ “h-gozis stated by SDIO? This sec-
ondlev.’- "+ salysesreceived considerable at-
tention in ...e 1985 OTA report on Ballistic
Missile Defense Technologies, so it will receive
much less attention in this report.

On the level of technical performance, it is
difficult to decide what “effectiveness’’ means.
For example, one frequently used criterion of
BMD effectiveness is “‘leakage rate’”: what per-
centage of a specified Soviet missile attack
would we expect to penetrate our defenses and
what percentage could we stop? Given the
enormous destructive power of nuclear weap-
ons, though, leakage rates may only tell part
of the story. A leakage rate of 10 percent might
sound worthwhile, and for some purposes it
may be. But under an attack of 10,000 nuclear
warheads, a 10 perceni leakage rate would
mean 1000 nuclear detonations on U.S. ter-
ritory.

Another problem with leakage rate as a
measure of effectiveness is that it is likely to
vary with the size and nature of attack. For
example, a system that could stop only 50 per-
cent of a massive, nearly instantaneous attack
might stop 100 percent of an attack consist-
ing of two or three missiles. On the other hand,
a system that could stop 50 percent of an at-
tack of a certain size might not be expandable
in such a way that it could stop 50 percent of
an expanded enemy missile force. In addition,
to maintain damage at a fixed level, the de-
fense would have to stup, for example, 75 per-
cent of a doubled attack.
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A slightly better indicator of effectiveness,
then, might be the absolute number of nuclear
warheads penetrating the defense under the
severest plausible attack. Such an estimate
would give a better indication of the maximum
damage a Soviet attack might infiict.

An evea better indicator vrould be the num-
bers of different types of targets that the
United States would expect to survive a mis-
sile attack. This approach would take into ac-
count the numbers of attacking weapons, the
numbers of penetrating weapons, the numbers
and types of targets attacked, and the num-
bers and types of targets protected. These
nunbers might be translater into percentages
of types of targets surviving—e.g., 70 percent
of the land-based missile force.** We might
carry the analysis further by weighing the
values of different types of targets. For exam-
ple, one underground strategic command post
might be worth 10 missile silos.

All of the above indicators would be diffi-
cult to apply with precision. And the more fac-
tors an indicator has to take into account, the
more imprecise it is likely to be. Indeed, there
would be no direct way to measure the poten-
tial effectiveness of a BMD system: only an
actual nuclear war would do sc. Instead, we
would have to rely on estimates, based on as-
sumptions about:

¢ enemy offensive technical capabilities
(numbers of weapons, accuracy, explosive
yields, ability to penetrate defenses);
enemy target attack plans;

defensive technical capabilities;
vulnerability of targets deiended; and
the objective and subjective relative val-
ues of targets defended.

These factors would be difficult for U.S. plan-
ners to assess. They would also be difficult for
Soviet planners to estimate. Therefore, if the
U.S. goal is mainly to introduce uncertainties
into Soviet strategic calculations, precise meas-
ures of BMD effectiveness might not be nec-

*Note that planning to penetrate defenses may require the
offense to concentrate his :ttac'ts on higher-value targets. In
that case, the targets which he no longer has enough weapons
to strike can be considered “‘saved’’ by the defense.

essary. On the other hand, if we wished to be
certain of deziying Soviet attack objectives, we
might need higher confidence in our estimates.

At the saue time, if the Soviets decided,
along with the United States, that defenses
were desirable, then each side could help make
them more effective by agreeing to deep cuts
in offensive weapons and to restrictions on
countermeasures against defenses.

Affordability

If and when the Department of Defense even-
tually presents its proposals for deploying
BMD, the country will have to decide whether
the expzcted benefits would be worth the ex-
pected costs. Part of the SDI research program
is to estimate costs for the proposed systems.
For various reasons, the initial cost estimates
for complex weapon systems tend to be inac-
curate, and usually too low. Producing relia-
ble cost estimates for future BMD systems will
be a challenging task.

Another part of the SDI program is to at-
tempt to develop new, cheaper ways to manu-
facture weapons and to deploy them in space.”
The ultimate weighing of costs and benefits
will be a political judgment made by thé Presi-
dent and Congress. But a critical part of the
demonstration of technical feasibility of BMD
will be that the proposed systems can be built
at a cost the country would, at least arguably,
find reasonable.

As mentioned above, Soviet actions could
make effective BMD more or less affordable.
If they chose to invest heavily in offensive
countermeasures timed to take effect about
when our defenses might be deployed, they
could make those defenses much more expen-
sive than if they stabilized the threat they pose
at today’s levels. Alteinatively, in a coopera-
tive regime they could make defenses cheaper

A 5y agreeing to decrease their offensive threat

*n "Until a re-organization in 1987, the SDIO Systems Engi-
\reering Directorate was in charge of this program, among others.
nuIvstems Engineering program element of the SDI budget
received +20.2 million in fiacal year 1987; $39 million was re-
quested for fiscal vear 1983.
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in exchange for reductions in the U.S. offen-
sive threat.

Favorable Cost-Exchange Ratio

The Nation must decide not only that a par-
ticular defense system proposed at a particu-
lar time is affordable, but whether the poten-
tial long-run competition of U.S. defenses
against Soviet offenses is likely to be afforda-
ble in the future. In the absence of along-term
U.S. ccmmitment to sustaining defensive ca-
pabilities, the Soviets would have incentives
tostay in the “‘game’ until the United States’
will to spend flagged.

One way to try to persuade the Soviets to
abandon efforts to maintain offensive capabil-
ities would be to demonsirate clearly that ad-
ditional increments of offenze would be more
costly to the Soviets than corresponding in-
crements of defense would be to the United
States. Therefore, a corollary goal of the SDI
is to design defenses that are cheaper “st the
margin’ than offenses. If the “‘cost-exchanga"
ratio were favorable to defenses, and if the two
sides invested equal resources in defenses and
offenses respectively, then the side investing
in offenses should find its capabilities inexora-

bly declining,

Achieving this favorable cost-exchange ra-
tio will be technically challenging. Accurately
estimating the costs of defensive systems
would be difficult enough. Attaining high con-
fidence that the ratio of U.S. defensive costs
to Soviet offensive costs would be favorable,
even before the United States deployed its
defenses and before Soviet offensive counter-
measures were known would pe even more dif-
ficult. Neither side may actually know the rela-
tive costs of additional increments of defense
and offense until they actually buy them.?

It might be argued that, faced with these uncertainties, the
Soviets would accede to the U.S. proposal for a negotisted tran-
sition that regulated offensive and defensive deployments. On
the other hand, drafting such an agreement that both sides wovld
find equitable, given uhe asymmetries in forces and technologies
on the two sides, would be a formidable task.

Because the United States snd the Soviet
Union have such different econc nies, it will
be difficult to quantify the cost-exchange ra-
tio. Moreover, the eifective cost-exchange ra-
tio may differ from the technical one. That is,
the ratio depends not only on what things cost,
but also on what people are willing to pay. If
the Soviets are willing and sble to pay for an
increment of offense that is more costly than
our corresponding increment of defense, for
practical purposes the cost-exchange ratio is
at least even. The SDI objective, then, is to per-
suade the Soviets that the defenses we can af-
ford will more than offset the offenses they can
afford. Thus tha offense/defense cost:

ratio may have to be not just 1.5:1 or 2:1, but

several-to-one. :

On the other hand, if the Scviets were to
agree with the United States that a mutual re-
duction of offensive missile capabilities was
worthwhile and that defenses were desirable,
then the technical challenge could be reduced.
In effect, moutual political decisions could im-
prove the cost-exchange ratio by mandating
reductions—rather than enhancements—of
offensive capabilities, along with limitations
on other offensive countermeasures,

Survivability '

One «f tire many possible types of counter-
measures against a BMD system is to attack
the system itseif —which will be called ‘‘defense
suppression” in this report. Obviously, to carry
out its defensive mission, the BMD system
must survive such attacks. “‘Survivability’’
does not mean the ability of every element—
each satellite, e.g.—to survive any atia k.
Rather, it means the ability of the system as
a whole to perform acceptably despite attacks
that may disable some elements.

No BMD system will be either survivable
or not survivable. The question will be, “How
survivable, at what cost?”’ The cost-exchange
ratio between defense and offense will hzve to
be calculated on the basis of the costs of all

’kinds of offensive response, including defense

suppression, compared to the costs of all kinds
of defensive counter-countermeasures, includ-
ing “‘survivability’’ measures.

-\

=




The remainder of this report surveys what
was—and was not—known as of April 1988
about the potential of the SDI for developing -

systems that would meet the effectiveness, af-
fordability, cost-exchange, ard survivability
criteria.
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Chapter 3

Designing a BMD System:
Architecture and Trade-off Studies

Researchers have performed proof-of-prin-
ciple experiments for some Strategic Defense
Initiative (SDI) technologies. But many of the
basic technologies for the SDI are still in an
experimental, or even theoretical, stage. There-
fore it might seem premature to be designing
full-scele ballistic missile defense (BMD) sys-
tems for deployment not oxly in the mid-1990s,
but in the 21st century. In fact, such designs
are key to assessing the feasibi 'ty of achiev-
ing U.S. strategic goals through ballistic mis-
sile defense. National decisionmakers can only
fully evaluate proposed systems on the merit
of system architectures, not on the promise of
one technology or another. If called upon to
appropriate funds for BMD development and de-
ployment, Congress will e asked to decide upon
an architecture—a specific system design com-
prising many technolcgies and components.

Attempting such designs, or “system ar-
chitectures,” as the Strategic Defense Initia-
tive Organization (SD10) calls them, compels
systematic analysis of all the factors that will
affect SDI feasibility. In the near term, such
analysis helps guide the technology research
effo:t. In the long term, it will provide the sub-
stance of the national debate over whether to
deploy BMD.

System architecture analysis, if done well,
will provide some of the key elements of infor-

mation upon which to base decisions about .

whether to commit the Nation to deploying any
proposed BMD system:

* Specification of Goals. Explicit identifica-
tion of the particular strategic goals that

BMD system designs will be expected to
achieve (e.g., impose uncertainty on So-

Note: Complete definitions of acronyms and initialisms
are listed iv Appendix B of this report.

THE IMPORTANCE OF BMD ARCHITECTURE STUDIES

viet strategic planners); understanding of
those goals in the larger crxtext of U.S.
national security; and cos.-effectiveness
comparisons of alternate means, if any,
of achieving the goals.

Spe-ification of Threat. “*rojections of fu-
ture Soviet missile ard BMD counter-
measures that BMI) system designs
would be expected to overcome.
System Requirement 5. Specification of the
missile-interceptioa tasks and sub-tasks
that eifective BMD systems would have
to perform to meet the project threats;
specificaticn of passive &~ 4 active surviv-
ability measwes for the system.
System Desigris. Proposals for integrating
sensors, weapons, and command and con-
trol arrange'nents into BMD systems that
would likely meet system requirements
and that could be practicably modified to
meet char ging threats; and specification
of bow technologizs under research would
be incorporated into a BMD system—such
a design is called a system architecture.
Technology Requirements. Specification of
the technologies needed to build the
weapon systems required by the overall
system design, by the deployment and
maintenance plans, and by plans for
adaptive evolution of the system to meet
changes in the threat; and plan for bring-
ing all technology developments to frui-
tior. when needed (full-scale engineering
develupment plan).

Manufacturing Requirements. Specifica-
tion of the materials, menufacturing fa-
cilities, tools, and skilled personnel needed
to manufacture al! oag';t;em elements.
Deployment and tions Analyses.
Prgposals for how the designed system
can be put into place and maintained (in-
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cluding space transportation require-
ments); and schedules for doing so.

* Cost Estimates. Estimates for what devel-
opment, procurement, dcployment, and
operation of the proposed system design
will cost; and proposals fcr reducing sys-
tem costs.

This chapter will focus on two perticular
topics: :

1. the ways in which system architects fcr
SDIO have related strategic goals co
BMD system performance needs, ard

2. the general cha-acteristics of the sy ,tem
architectures studied for SDIO.

The concluding sections of the chapcer will
identify areas of analysis within the se topics
where important work remains to oe done.

It would be highly unrealistic now to expect
system architecture studies to e definitive.
Each category of analysis is subject to con-
siderable uncertainty, some of which may
never be resolved by analysis and limited ex-
perimentation. The architecture analy is will
necessarily be tentative and iterative: as new
information and ideas emerge, modifications
will be nevitable. Moreover, the findings from
analyses in each category will and should affect
the findings in other categories. For example,
meeting a particular technology requirerent
may be judged possible, but too expensive. The
system architecture desigr. may have to be
modified to utilize another technology to carry
out the same furiction. Oa the other hand, nevy
technological developments may make it cheaper
to carry out a function in a way that previous
analyses had shown to be too costly. For that
reason, the system architects attempt to de-
sign “evolutionary”’ architcctures into which
advanced technical developments could be
phesed as they became available.

Even after a commitment had been made to
develop a particular technology into a wespon
system, the process of full-scale engineering
development might prove more difficult than
anticipated: alternate systems might have to
be designed and developed. Moreover, while
it is the goal of the architecture analyses to

provide options for meeting a range of poten-
tial changes in the offensive missile threat, a
fully deployed BMD system might still have
t«, be modified in unanticipated ways if the
foviets were to deploy unforeseen counter-
measures.

Despite the necessarily tentative nature of
system architecture analyzses, they compel a
coherence in thinking about BMD that would
otherwise be missing. The:y also bring into the
open the assumptions implicit in the argu-
ments for and against deploying BMD. Be-
cause these analyses will inevitably include
essumptions and projections that reasonable
people may disagree about, it is important that
they be carried out competitively, by more than
one group of analysts. Such competition will
give both the Administration and Congress a
basis for identifying th2 uncertainties, vary-
ing assumptions, and alternative projections
of the future that will underlie decisions about
BMD. It will also be importani, when these anal-
yses are offered in justification of major deci-
sions, that they be independently evaluated.

Recognizing the importance of system ar-
chitecture studies, SDIO late in 1984 awarded
contracts to 10 teams of military systems anal-
ysis contractors to provide competing analy-
ses at a price of $1 million each. On the basis
of that competition, five teams were chosen
for $5-million, “Phase I1"” architecture studies,
which were iargely completed in mid-1986. In
addition, a sixth contractor provided SDIO
with analytic support to synthesize the find-
ings of the five competitors into a “‘reference
architecture” to help guide SDI research. As
of this writing, the five Phase II teams had
been awarded additional contracts to continue
sone analytic work common to all and to per-
form some tasks unique to each. Their reports
were due at the end of January 1988.' It had

! Three other sets of ‘architecture” contracts should also be
noted. First, through the Air Force Electronic Systems Divi-
sion, contracts were awarded to three firms to design battle
mar:agement and communications systems for a BMD system
with land- and space-based elements. This work necessitated
definitions of more or less complete BMD system architecturzs,
thus to some extent paralleling the work of the general system
architecture contractors. The SDIO has sul attampted
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been planned that the five would be narrowed
to two competitors ia a final phase, but that
decision was postponed through 1987. Even-
tually a single contractor team will be chosen
to design a BMD system in detail.?

to better coordinate the parallel work of the battle management

systems analyses and the main system architecture studies.

Second, the Army Strategic Defense Command awarded three
other contracts for study of the battle management and com-
munications systems for BMD composed primarily of ground-
based coraponents. Third, late in 1986 SDIO awarded seven
contracts to teams composed of U.S. and European firms to
begin designs of system architectures for European theater de-
fense against intermediate-, medium-, and short-range ballistic
missiles.

For the future, SDIO0 has proposed two new organizations
for carrying out work on system architectures. One organiza-
tion would be an *‘SDI Institute,” a federally (and, specifically,
SDIO) funded “think tank” to monitor the work on the actual
system architecture to be proposed for deployment by SDIO.
The Institute would be independent of particular defense con-
tractors, thus reducing the possibility that the interest of cur-
rent defense firms in selling hardware to the government would
play a role in architecture designs.

A second new organization is to be a **National Test Bed,”
which would be a network of computers, communications links,
and some sensor hardware for simulating ballistic missile
defenses. In some cases, the simulations would be purely con-
ceptual, creating a computer “world" of BM D systems and offen-
sive systems, and testii'g various essumptions about each. In
other cases, this imaginary world might, with simulated incom-
ing and outgoing data, test computer softwar. actually intended
for use in a real F**D system. In yet other cases, actual BMD

This report will offer numerous examples -

from the findings of the system architecture
contractors and of SDIO adaptations of such
findings. With a few exceptions, we will not
cite specific contractor sources for those ex-
amples. OTA has not undertaken a systematic
anulysis and comparison of all the dozens of
documents that emerged from the several con-
tractor studies. Therefore, a fow selected cita-
tions might give an unfair impression of the
overall performance of any given contractor.
Our purpose here is to convey an understand-
ing of the sysiem architecture analysis proc-
ess and to report some of the results—not to
conduct management oversight of any Depart-
ment of Defense (DoD) contractor. In addition,
the system architecture work is continuing,
and constant revision of previous findings is
both 1.acessary and desiraile. Thus any given
conclusion might not reflect the current views
of the particular contractor.

hardware tests rwiight be conducted, with dats from the com-
puters being fed into an actual test setsor system. and the sen-
sor system sending proce.ssed signals back into the computer
simulation. If a full-scale FMD system were deployed, the Na-
tional Test Bed might then be used for simuiated battle exer-
cizes of the system. :

OVERVIEW OF SYSTEMS ARCHITECTURE ANALYSES

Initially, each of the system architects un-
dertook the same general task of designing
BMD systeins whose deployment might be-
gin in the mid-1990s and that might evolve into
more advanced systems after the year 2000.
Each grou nroduced designs that it believed
could, when ruuy deployed, provide near-
perfect interception of Soviet ballistic missile
reentry vehicles (RVs) forecast for deployment
in the mid-1990s.? Each also argued, however,

3A mid-1990s threat posed against a BMD system that could
net be fully deployed until after the year 2000 is unrealistic.
Not all architects used the same threat numbers for the same
time frames. The architects did, however, project this “base-
line” threat into larger numbers of reentry vehicles and decoys
for later years. They also ran “excursions’” on the baseline threat
to explore the impacts of la* ger and smaller threats on defense
effectiveness. The excursions into larger threats, with one ex-
ception, do not generally appear in the summary documents
produced by the contractors.

that lesser percentages of interception would
achieve desirable military goals along the 'ines
described in chapter 2 of this report.

Goal Specification

As part of their analyses, the architects used
computerized strategic nuclear exchange
models (see next section or: this topic) to simu-
late the numerical results of hypothetical nu-
clear wars between the United States und the
Soviet Union. These simulations assumed vari-
ous levels of defense capability on the two sides
(in general the projected offensive capabilities
for the mid-1990s were assumed at this stage)
for the purpose of showing what differences
those defenses nught make.




-r o

From these simulations, the analysts drew
cenclusions about how defenses might contril -
ute to the goals of security and strategic sta-
bility. In chapter 2, we described the kinds of
measures used to define BMD effectiveness.
In this chapter we will further describe some
of the assumpticns the’, went into and conclu-
sion4 that came cu* of these strategic exchange
simulations.

Threat Definition

A preliminary step to running the strategic
exchange simulations was to state the Soviet
offencive threat that BMD systems would be
designed to counter. The starting point was
an €DIO-supplied projection of the offensive
missile forces the Soviets might have in the
mid-1990s. rrom this starting point, the ar-
chitects made varying ‘‘excursions,”’ positing
poasible future Soviet missile developments
and deployments. In addition, they hypothe-
sized various types and numbers of anti-satel-
lite weapons that the Soviets might conceiva-
vly deploy to attack space-based components
of BML systems.

Subs<quently, and under different program
managers, SDIO began a “‘Red Team’ pro-
gram to attempt to anticipate possible Soviet
responses to U.S. EMD deployments. A ma-
jor project of this program has been to bring
together groups of experts to attempt to de-
sign plausible Soviet countcrmeasures to the
technologies under consideration in other parts
of SDIO. These potential countermeasures are
then presented to SDIO ‘‘Blue i’'eams” so that
they can adapt their technology research and
system designs accordingly.

In mid-1987, SDIO presented to the Defense
Acquisition Board a proposal to proceed with
‘‘concept demonstration and validation”
(“Milestone I") for the first phase of a ‘‘Stra-
tegic Defense System’ (BMD system) to be
deployed in the mid-1930s. This presentation
included an officially approved ‘‘threat’
description for that period.

In reviewing DoD proposals for any BMD sys-
tem, Congress should understand whether the
officially assumed Soviet threat is ““responsive”

—i.e., whether it reflects plausible countermeas-
ures that the Soviets could have taken by the
time the BMD system were full deployed.

System Requirements

In showing what numbers of nuclear weap-
ons would have to be intercepted to provide
various levels of protection for different types
of targets (cf. ch. 2). the strategic exchange
models also yielded Lasic requirements for stra-
tegic defense system performance. Additional
“‘end-to-end’’ computer simulations helped de-
fine requirements for interception at each stage
of flight.

(In SDIO presentations accompanying mid-
1987 proposals for an initial, less effective
BMD system, this process was reversed. First,
a number of warheads to intercept was estab-
lished, then the strategic goals that might be
served analyzed afterward.)

Systems Designs

The system architecture contractors de-
signed BMD systems intended to intercept a
very high percentage of the prejected missile
threat. The working assumption was that early
stages of BMD deployment would be stepping
stones to the ultim:ate goal of protecting cit-
ies and people from nuclear ballistic missile at-
tack. The designs were not optimized to less
ambitious goals. For example, systems that
might protect hardened missile silos but could
not serve as elements of city defenses were not
considered. Systems designed from the outset
to preserve nuclear deterrence might well look
materially different from those designed to re-
place it altogether.

Each architect was asked to design:

1. a system that was both space-based and
ground-based;

2 one that was primarily ground-based; and

3. one that was intended primarily for de-
fense of U.S. allies against intermediate
and shorver »ange ballistic inissiles.

In the second phase of system architecture
contracts, analysts placed greatest emphasis
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on the first type of syster-, eomewhat less on
the second, and lcast on the third. Each archi-
tect considered systems that might be deploy-
able in the mid-1990s, but each also offered ccn-
cepts for more advanced systems that might
be deployed against more advanced Soviet
offensive systems out to the year 2015 or so.
For each case, analysts identified counter-
countermeasures intended to neutralize Soviet
attempts to penetrate or directly attack the
BMD system.

The details of the systems designs (for ex-
ample, a given type and number of space-based
rocket interceptors) were built into simulation
models that expanded on the nuclear exchange
models described above. These *‘end-to-end”
simulations represented the details of inter-
cepting ballistic missiles throughout all phases
of flight, from rocket boost to warhead reen-
try. Some of the results of these ‘‘end-to-end”’
simulations are discussed below. These models
also aided “trade-off”’ analyses of various types
of BMD systern components arranged in vari-
ous configurations. The models were also used
to evaluate excursions in the technological re-
quirements forced by particular types of So-
viet anti-BMD countermeasures.

Technological Requirements

The architects quantitatively analyzed the
relative costs and effectiveness of various ap-
proaches to each defensive task. For example,
an analysis might examine trade-offs between
highly capable missile-tracking sensors on a
few high altitude satellites and less capable
sensors on many more low-altitude satellites.

Many of these “trades” are discussed in sub-
sequent chapters of this report.

Operational Requirements

Because system designs are still preliminary,
it is difficult to specify their exact operational
requirements. The system architects did at-
tempt to estimate the continuing space trans-
portation and maintenance requirements for
space-based systems over their lifetime. Other
SDI programs are conducting research on the
logistics of maintaining various space-based

and ground-based systems.

Costs

In general, system architects estimated
costs for their nearer-term, “interim” designs—

-those not including directed-energy weapons

for boost-phase missile interception. These sys-
tems were estimated to cost on the order of
$200 billion, depending on the projected need
to respond to various types of Soviet counter-
measure, Costs of complementary air defense
systems were not included. It should be rec-
ognized that, given the conceptual nature of
the architectures, accurate cost-estimating is
virtually impossible at this stage. It does ap-
pear that, with thousands of space platforms
envis considerable changes would be
needed in the way such equipment is now de-
signed and manufactured if space-based BMD
systems were ever to be affordable. In addi-
tion, a major new space transportation system
would have to be designed, developed, manu-
factured, and deployed.

NUCLEAR FORCE EXCHANGE MODELS:
DERIVING REQUIREMENTS FROM GOALS

The SDI system architects—and several
other groups as well—have run several types
of strategic nuclear exchange computer simu-
lations to try tc show how defenses might af-
fect the U.S.-Soviet nuclear balance. These

simulation models assume various U.S. and So-
viet offensive nuclear force levels, beginning
with U.S. Government estimates for 1995.
Then they assume various strategic targeting
plans on the two sides and analyze how the
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attempted execution of those plans might be
affected by various levels of defense capabil-
ity on the two sides.

The intermediate measure of defense effec-
tiveness is usually the percentage of nuclear
warheads intercepted or its complernent, the
number of *‘leakers.” The models translate the
numbers of ieakers in varicuv s cases into num-
bers or percentages of different t ypes of tar-

gets surviving the attack. (For examples of -

such target types, see ch. 2, box 2A) Each
type of target, in turn, is given a different
weight based on judgments about how U.S.
and Soviet leaders might value them. Thus the
numbers of different types of targets surviv-
ing are translated into “surviving strategic
value.”* The percentage of surviving strate-
gic value on the two sides is then linked with
particular strategic goals. (For a discussion of
goals for BMD and ways of measuring BMD
eftectiveness, see ch. 2.) In some cases, *“leak-
age’’ rates were linked (via asset survival ex-
pectations) to strategic goals to show what
kind of BMD system performance would be
needed given a particular assumed level of
offensive threat (for example, see table 3-1).

Some Conclusions Drawn From
Nuclear Exchange Models

Strafegic Goals and Defense Leakages

The system architects’ strategic nuclear ex-
change simulations provide a useful basis for
studying BMD performance gosls. However,
because each architect used a different com-
puter model and different assumptions for the
sizes and compositions of future U.S. and So-
viet offensive nuclear forces, the results are
difficult to compare.

With that important qualification, here are
some conclusions drawn frequently (but not
universally) by the different system architects.
First, for a mid-1990s Soviet strategic nuclear

*In these models the Soviets are assumed to have a larger
number of strategic targets than the United States, and the
Soviet targets are assumed to be harder to destroy. Part of the
difference is due to the existence of numerous nuclear-hardened
shelters for Soviet political leaders; see Soviet Military Power,
1987, (Washi- gton, D.C.: Department of Defense) p. 52.

threat, a BMD system that allowed a few thou-
sand Soviet RVs to penetrate into the United
States might complicate Soviet attack plans,
but probably would not stop them from de-
stroying most of their chosen targets.®

In support of SDI10’s mid-1987 proposal for
an initial BMD system, other SDIO contrac-
tors argued that a strategy of “adaptive
preferential defense” might prevent the
Soviets from destroying as high a percentage
of certain sets of targets as they would wish
(as estimated by U.S. analysts).

A system that allowed fewer Soviet RVs to
leak through would begin to deny the Soviets
certainty of destroying many of the military
targets that their planners might have desig-
nated. But if the Soviets chose to concentrate
on econorric targets in the United States, they
might stifl be able to deny the United States
the possibility of economic recovery from the
nuclear war. (Compare this finding with the
second set of projections in table 3-1.)

With yet lower leakage, the Soviets could
still inflict immense damage on the United
States. Note, for example, that 10 percent of
an attack with 10,000 nuclear weapons would
still result in 1,000 nuclear weapons explod-
ing in the United States. But since the Soviets
could not be sure which 1,000 of the 10,000
leunched would reach which targets, confi-
dence in achieving precise attack goals on a
given set of targets would be low.

Analyses also seem to show that if the
United States had a relatively highly effective
BMD system against a mid-1990s Soviet threat
while the Soviets had no BMD, the Soviets
would improve their relative strategic situa-
tion more by adding defenses to limit damage
to themselves than by adding offensive weap-
ons in hopes of increasing the damag- they
could inflict on the United States.® In att empt-

* The exact percentages in this conclusion and the others be-
low were apparently classified hy the system architecture con-
tractors because the computer simulations from which they were
derived include classified estimates of U.S. and Soviet military
capabilities.

* This conclusion assumes that the addition of offenses could
not improve the leakage rate—the same percentage of every
added group of warheads would be intercepted. This is not nec-
essarily a valid assumption: much woule. Yepend on the com
sition of the offensive and defensive forces on the two sides.
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Soviet warheads
lecking through ) Expected strategic consequences

A. One system architect’s strategic oxclunec mociel and conclusiens®

Many increase in Soviet attack planning uncertainties. They are forced to launch all their strategic forzes at

1 once or reduce their military objectives. A strategic exchange would result in raore losses to Soviets

PPN

than to the Uniteu States.

The Soviets could no longer reliably achieve the miiitary goals of a strategic nuclear attack while

maintaining a secure reserve of missiles for later attacks. Preserves full ;ange of U.S. strategic offen-

sivs *orce retaliatory flexible response options. Each new Soviei ballistic missile has only a fractional
1 chance ot teing useful. o

Survival of a large portion of the population and industrial base, a high proportion of military targets

other than strategic offerisive forces, and sutficient strategic offensive forces to preserve full range of
U.S. retaliatory flexible response options. if Soviets attack only other military targets (not strategic i
1 1 offensive forces), medium-high survival of those assets. :

Fewer

. Would preserve the full range of U.S. “flexibie response” options in war with the Soviets even if

1 : Soviets devoted entire attack to U.S. straiegic offensive forces (presumably only if Soviets do not have
3 : comparable BMD capability—OTA).

! : Assured survival of the Nation as a whole: 3 to 5% U.S. casualties in populailon attack.

Extremely few  Assured survival: Soviet ability to put U.S. poputation at risk is negligibic; the United States needs no
strategic nuclear retaliatory capability.

Assumptions: o Mid-1990s projections of Soviet and U.S. strategic forces.
: ¢ Effectiveness of Soviet BMD not specified.
g * Status of air defenses not specified.

Alternate analysis: As U.S. strategic defenses improved, an option for the Soviets would be to change their offensive targat
priorities to maintain a deterrent “assured destruction' capability. {nstead of concentrating their forces on hardened missile
silos, for example, they might concentrate them on key military industries or other economic targets; they might even focus
on cities per se. Various non-SDIO analysts have previously calculated potential consequences of such nuclear attacks, as
indicated below.

B. If the Soviets retargeted to masintain assured destruction
10% The Soviete attack industries in the 71 largest U.S. urban areas; the equivalent of 500 1-megaton and
200 to 300 100-kiloton weapons get through. Of the U.S. population, 35 to 45 percent is killed or in-
jured; 80 to 65% of U.S. industry is destroyed.?

3% The Soviets &ttack industries in the 71 largest U.S. urban areas; the equivalent of 100 1-megaion and
200 to 300 100-kiloton weapons get through. From prompt blast and radiation etfects, 20 to 30% of
U.S. population is killed or injured; 25 to 35% of U.S. industry is destroyed.©

1t0 2% Case 1: The Soviets attack 77 U.S. oil refineries; the equivalent of 80 1-megaton weapons get through. '
From prodmpt blast and radiation etfects, 5 million Americans die. The U.S. economy is L
crippled. : ’

[ Case 2: The Soviets attack 100 key military-industrial targets with the equivalent of 100 1-megaton
weapons. Three niillion die of blast and radiation effects, another 8 million from fires; dead
and injured total 10 to 16 mitlion.*

Case 3: The Soviets attackx 100 U.S. city centers with the equivalent of 100 1-megaton weapons. Four-

_teen million die from blast and radiation effects alone, a total of 42 million die from blast, radi-
ation, and fires; total dead and injured are 32 to 51 million.!

Assumptions: * Total Soviet strategic attack of 10,000 weaoons.
o Air defenses equally offective as BMD.

Sadapted from Martin Marietta Aercspace analyses. P ges of g and assets surviving deleted for security classificstion reasons.
berom U.S. Congress, Economic and Social Consequences of Nuclear Attacks on the United Siates, A Study Prepared for the Joint Committes on Detense Production.
Published by the C on Banking, Housing, snd Urban Affairs, U S. Senste ( DC.US. G Printing Office, 1979), pp. 4-14.

Cbid.
derom U.S. Congress, Office of Technology Assessment. The Etfects of Nuclear War (Washington, D.C.: U.S.Govemment Printing Office. May, 1979), pp. 84-75. Calcula-
tions on casualties were performed for OTA oy the the US Defense Civil Defense Preparedness Agency. About 125 500-kiioton weapons wauld have the same blast
atfects as 80 1-megaton weapons, but the pattern of distribution of blast might in fact do more damage.
Swillism Daugherty st al., “The Consaquences of ‘Limited’ Nuclear Attacks on the United States.” intemational Srcurity, spring 1988 fvol. 10, No. 4), p. 5. Findings
'bnod on the P About 160 500-kiioton weapons have about the same hlast effects as 100 1-megaton weapons.
17 R HE 2
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ing to assess the effect on deterrence of vari-
ous levels of defense, the strategic analysts
compared the amount of damage the Soviets
might suffer (as a weighted percentage of given
types of targets) with the amcunt the United
States might suffer. Differences in surviving
(value-weighted) percentages of military tar-
gets were assumed to confer strategic advan-
tages or disadvantages that would affect So-
viet decisions about how to respond to U.S.
weapon deployments, whether to go to war,
or whether to escalate a conflict to nuclear ex-
change. ‘

Even very low leakage of the BMD system
(and assuming comparable lealage of air-
breathing nuclear weapon delivery vehicles)
could still kill several million Americans, if that
were the Soviet objective. (Note that the alter-
native projections in table 3-1 suggest higher
possible casualties.) This level of protection
(given the mid-1990s projected nuclear threat)
might assure survival of the United States as
a functioning nation, but would not assure sur-
vival of the whole population. Most of the sys-
tem architects appeared to believe that in the
long run they couid design systems capable
of keeping out a very high percentage of So-
viet ballistic missile RVs (assuming the mid-
1999s projected threat); none appeared to be-
lieve that leakage levels compatible with “as-
sured survival” of the U.S. population would
be possible without negotiated limitations of
Soviet offensive nuclear forces.

U.S.-Soviet Asymmetries

With varying degrees of clarity, the system
architects’ use of nuclear exchange models
brought out the current—and likely future—
asymmetries between U.S. and Soviet offen-
sive nuclear forces. The Soviet Union has more
baliistic missile RVs than the United States.
More of the Soviet RVs are based onland than
on submariines, while the reverse is true of the
U.S. RVs. The United States has more sirate-
gic nuclear bombers and air- and sea-launched
cruise missiles than the Soiet Union, while
the Soviet Union has a more extensive air de-
fense system than the United States.

If the Soviet Union had ballistic missile
defenses comparable to those of the United
States, the net effect of trying to defend our
land-based missiles against a Soviet strike
would be to reduce the U.S. ability to carry
out planned retaliatory missions. Here is why.
If defended, a sizable number of U.S. land-
based missiles that might otherwise have been
destroyed on the ground might survive a So-
viet offensive strike. On the other hand, they
would then have to survive defensive attacks
as they attempted to carry out their retalia-
tory missions aguinst Soviet territory. In addi-
tion, the U.S. submarine-launched missiles
(SLBMs), which would not benefit from the de-
fense of land-based missiles, would also have
to face Soviet defenses. Furthermore, if the in-
tercepted SLBMs were aimed in part at So-
viet air defense assets, such as radar sites, the
ability of U.S. bombers and cruise missiles to
carry out their missions might also be im-
paired.

Besides the as; mmetries in weapons, there
are asymmetries in targets on the two sides.
The Soviet Uaion, for example, reportedly has
more than 1,500 hardened bomb shelters for
its political leadership. The Soviets also are
saia to spend copious sums on other types of
civil defense. The combination of passive de-
fense measures and BMD might do more to
protect valued Soviet targets than BMD alone
would to protect valued U.S. targets.

Given the asymmetries in U.S. and Soviet
weapons and defenses, then, the net effect of
mutual deployments of comparable levels of
defense could be to weaken, not strengthen
deterrence—if deterrence were still measured
primarily by the penalty that we could impose
on Soviet aggression through nuclear retalia-
tion. (If deterrence were measured by denial
to the Soviets of some attack goals other than
re-lucing damage to the Soviet Union, then de-
terrence might be strengthened.)

The United States might compensate for
U.S.-Soviet asymmetries in three ways:

1. The United States could attempt to build
and maintain BMD that was notably su-
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perior to that of the Soviet Union. so that
a greater proportion of the smaller U.S.
ballistic missile force could be expected
to reach its targets. This was the recom-
mendation of at least one of the SDI sys-
tem architects, who argued that until very
high defense effectiveness levels had been
reached, equal defensive capabilities on
the two sides inight confer an exploitable
strategic advantage on the Soviet Union
(SDIO officials disagree with this
assessment).

2. The United States could attempt to main-
tain and improve the ability of its air-
breathing weapons (bombers and cruise
missiles) to penetrate Soviet air defenses
so that the loss in effectiveness of our bal-
listic missiles was offset by the other
means of nuclear delivery. This course was
assumed in the calculations of a second
system architect.

3. It U.S. strategic defenses against all types
of nuclear threat (air-breathin;; as well as
ballistic missile) could be made extremel
effective, we might not care about imbai
ances in punitive abilities on the two sides;
the Soviets would have little or nothing
to gain by threatening nuclear attack.
Then, even a minimally destructive retal-
iatory ability on the U.S. side should fully
deter the Soviets from even contemplat-
ing attack. This was the ultimate goal hy-
pothesized by all the system architects.
{It should be noted that most, though not
all, analysts believe that this kind of de-
terrence now exists. If so. BMD would not
significantly reduce the risk of nuclear
war.’)

However, some would argue that future So-
viet ‘‘counterforce’ capabilities, plus Soviet
civil defense and perhaps active (BMD and air
defense), could reduce Frospective Soviet dam-
age to levels acceptable to them. A U.S. BMD
system, it is argued, would either maintain the

*That is, given the threat of retaliatory punishment, it would
be highly irrational for the Soviets to start a nuclear war. In
this view, whatever calculations the Soviets may make about
the “military effectiveness’ uf their ballistic missiles, the price
(in damage to the Soviet Union) would be 20 high to justify
a nuclear attack.

survivability of the U.S. deterrent, or equal-
ize the prospective damage on the two sides,
or both.

In sum, the force exchange models employed
by some of the SDI system architects seem to
show that BMD performance levels must be high
to substantially alter the current U.S.-Soviet
strategic nuclear relationship:

¢ Some increments of uncertainty could be im-
posed on Soviet planners by defenses able
to intercept about half the Soviet missile
force. If an “adaptive preferential defense”
strategy could be executed, significant frac-
tions of some sets of ““point’ targets might
be protected.

¢ The ability to intercept a high percentage
of all Soviet stratcgic nuclear weapons in-
cluding air-breathing ones (assuming threats
projected for the mid-1990s) might actually
deny the Soviets the ability to destroy many
military targets.

¢ However, at such levels of defensive capa-
bility, because of asymmetries in U.S. and
Soviet strategic postures, U.S. missile and
air defenses might have to perform conspic-
uously better than Soviet defenses to pre-
vent the Soviets from holding an apparent
strategic advantage.® .

¢ The design of a system that could, in the
long term, protect U.S. cities from poten-
tial nuclear destruction seems infeasible
without sizable, presumably negotiated, re-
ductions in Soviet offensive forces.

At the conclusion of this cl.apter, we return
to the subject of nuclear force exchange models
to indicate the scope of future work OTA be-
lieves should be carried out if a decision on
BMD development and deployment is to be
considered fully informed.

*However, if the United States maiutained a substantial
bomber-cruise miosile threat, if Soviri air defenses were ineffec-
tive, ard if the Soviets did not pose 1 substantiai bomber-cruise
missile threat to the United States, such a Soviet advantage
might be avoided.
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Limitations of Nuclear Force
Exchange Models

Although force exchange analysis is impor-
tant, applying the results of the analyses re-
quires extreme caution. The greatest danger
lies in accepting the numbers generated by the
computer as representing reality: they do not.
The verisimilitude of a computer simulation
can only be checked by comparisons with meas-
ured results in the real world that the model
is trying to simulate. There has never been—
and we all hope there will never be—a real nu-
clear war to calibrate the correctness of nuclear
force exchange models.

- Instead, such models combine what is known
or estimated about the characteristics of weap-
ons and potential targets on each side with a
myriad of personal, even if carefully consid-
ered, judgments about how nuclear attacks
would take place and what the immadiate phys-
ical results might be. If natioral leaders are
to make wise use of the outcomes of such ana-
lytic models, they need to iudge whether they
agree with the assumptions that go into the
models (see table 3-2).

Asiac from the many subjective judgments
that must go into force exchange models, there
are other aspects of the real world that cannot
be included in 4 quantitative computer simu-
lation. The models generally include estimates
of prompt casualties from nuclear attacks, but
they do not even attempt to account for the
longer term medical, social, political, and eco-

Table 3-2.—Judgmental Assumptions in Nuclear Force
Exchange Models

e Soviet valuation of Soviet targets .

« Estimation of U.S. targets selected by Soviet planners

* Priorities Soviets would attach to dest.oying particular
targets

» Soviet estimates of the reliabilities and capsbilities of their
weapons

* Soviet estimates of the reliabilities and capabilities of LS.
weapons

o U.S. estimates of the reliabilities and capabilities of U.S.
weapons

e U.S. estimates of the resistance or vulnerability to nuclear
attack of various Soviet targets

* Estimates of casualties on both sides from nuclear attacks

SOURCE: Office of Techno' .gy Assessment, 1968,

nomic conseguences of nuclear war. Computer
simulations also abstract strategic calculatiors
out of political context. We can only guess,
with varying degrees of informed judgment,
under what circumstances the Soviets would
contemplate starting or risking nuclear war.
We do not know how leaders on either side
would actually behave in a real nuclear crisis.
We do not know, in particular, how and to what
degree their decisions wouid be affected by mil-
itary planners’ strategic exchange calculations.

In sum, nuclear force exchange models can
serve as a useful tool for thinking about the
goals we might use BMD to pursue. But they
cannot demonstrate as scientific fact that
those goals will be accomplished, nor can they
offer certainty that the effects of deploying
BMD would fulfill predictions.

SYSTEM DESIGNS AND END-TO-END MODELS

Force exchange models such as those de-
scribed above can help analysts estimate how
many nuclear weapons a BMD system must
intercept to achieve various levels of protec-
tion. In this way, decisionmakers can set the
overall requirements for BMD performance.
Much more detailed analysis is needed to evalu-
ate systems designed to meet those re-
guirements.

This kind of analysis begins, as do force ex-
change analyses, with projections of the So-
viet missile threat during the périod fcr which
one expects to have BMD deployed. In this
case, however, analysts must consider more
than the destructive capabilities of the offen-
sive missile threat. Analysts must also esti-
mate the precise technical performance of the
missiles, the numbers of each type, and the tac-
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tical plans under which the Soviets might
launch them. In addition, the analysis has to
include possible changes in Soviet offensive
forces® in response to U.S. BMD deployments.
Among the techniques used for this kird of
analysis are ‘“end-to-end’”’ computer simula-
tions, which model both the offensive attack
and the roles of each type of BMD component,
from the sensor that first detects an enemy
missile launch to the last layer of interceptors
engaging reentry vehicles as they approach
their tarzets.

As table 3-3 indicates, an ICBM flight in-
cludes four broad phases: the boost, post-toost,
mid-course, and reentry or terminal. System
architects for SDI have proposed ways of at-
tacking ballistic missiles in all phases.

'Space- and Ground-Based Architectures

Suggested components and functions of a
multi-phase BMD system are outlined in ta-
bles 3-4 and 3-5. (Chs. 4 and 5 examine the tech-
nology for many of these components in con-
siderable detail.) The SDI system architects
subdivided the primarily space-based architec-
tures into nearer- and farther-term BMD sys-

*Including offensive countermeasures such as decoys and de-
fense suppression measures such as anti-satellite weapons.

tems, with the nearer-term systems envisaged
as evolving into the farther-term systems as
the Soviet missile threat grows and as more
advanced BMD technologies become available.
Except for the projected timing, the architec-
ture in table 3-4 reflects SDIO’s proposal in
mid-1987 for a first-phase *‘Strategic Defense
System.” The design would also be intended
to lay the basis for expansion into phase two
and th.ce systems.

The architectures in table 3-5 draw on infor-
mation provided by SDIO, but do not consti-
tute their—or anyone else’s—specific proposal
for what the United States should plan to de-
ploy. Instead, the examples provide a frame-
work for analyzing how the parts of a future
BMD system would have to fit together to try
tom: % the requirements set for it. The tables
do include the leading candidates for sensors,
discrimination, and weapons described by the
system architects. The projected dates in the
tables reflect OTA rather than SDIO estimates
for the earliest plausible periods over which
each phase might be deployed if it were proven
feasible.

The SDI system architects subjected their
various BMD constructs to detailed computer
simulations. (These are called ‘“‘end-to-end”
simulations because they attempt to model

Table 3-3.—~Phases of Ballistic Missile Trajectory

Phase Duration

Description

Boost.........ovnunnn Several 10s to 100s of seconds®

Post-boost............ 10s of seconds to 10s of
minutes®

Mid-course ........... About 20 minutes (less for
SLBMs)

Reentry .............. 30 to 60 seconds

Powered flight of the rocket boosters lifting the missile

payload into a ballistic trajectory

Most ICBMs now have a “post-boost vehicle” (PBV), an

upper guided stage that ejects multiple, independently
targetabie reentry vehicies (MiRVS) into routes to their
targets. if these RVs are to be accompanied by decoys to
deceive BMD systems, the PBV will dispense them as
well.

RVs and decoys continue along a ballistic trajectory, several

hundred to 1,000 kilometers up in space, toward their
targets.

RVs and decoys reenter the Earth's atmosphere; lighter

decoys first siow down in the upper atmosphere, then
burn up because of friction with the air; RVs protected
from burning up in friction with the air by means of an
ablative coating; et a preset altitude, their nuclear
warheads explode.

Snow in the hundreds of seconas, in the future boost times may be greatly reduced.

bpost-boost dispersal times may also be shortened. though perhaps with p

SOURCE: Office of Technology Assessment, 1688.

ies in payload of mid-course decoys, and accurscy.




Table 3-4.—SDIO's Phase Onrs Space- and Ground-Based BMD Architeciure

Eo_mponent Nutnber

Description

“unction

Firat phase (approximately 1995-2090):
Battle Management Veriable
Computers

Boost Phase
Surveillance and
Tracking Satellite

Several at high aititude

Space-based Interceptor 100s at several 100s of
Carrier Satellite km altitudes

Probe 10s

or

Space Surveillance and  10s
Tracking System

or

Space-based Interceptor
Carrier Satellites 100s

Exo-atmospheric 1000s on ground-based
Interceptors (ERIS) rockets

May be carried on sensor
platforms, weapon platforms,
or separa‘e platforms; ground-
based units may be mobile

Infrared sensors

Each would carry about 10 small
chemical rocksats or “SBIs”;
might carry - ensors for

tracking post-bcost vehicles

Ground-taunched rockei(-bome
infrared sensors

Satellite-borne infrared sensors

Satellite-borne infrared sensors

Rockat booster, hit-to-kill
warhead with infrared seexer

Coordinate track data; control
defense assets; select
strategy; select targets;
command firing of weapons

Detect ballistic or ASAT missile
launches by observing hot
rocket plumes; pass
information to tracking
satellites

On command, launch rockets at
anti-satetlite weapons
(attacking BMD system),
boosters, possibly F8Vs.

Acquire RV tracks, pass on to
ERIS interceptors

Cued by satellite-borne or
rocket-burr.e infrared sensors,

home in on and collide with
RVs in late mid-course

SOURCE. Office o! Technotogy Assessment. 1968.

BMD performance from booster launch to fi-
nal RV interception.) Such simulations help
show the interdependence of the system com-
ponents and the requirements posed for the
technologies that go into them. These analy-
ses show that, at least in the long run, inter-
cepting a substantial portion of the missiles
in the bons. phase and early post-boost phase
would be essential to a highly effective BMD
system. This conclusion follows from the fact
that 1,000 to 2,000 boosters could dispense
hundreds of thousands of decoys that would
greatly stress mid-course interception.!®

The system architects noted that this boost-
phase interception task would eventually (bar-
ring sizable offcnsive arms limitations) have
to be accomplished by means of directed-ener-

"SDIO officials point out that an arms control agreement re-
ducing offensive forces would make the defensive jnb easier and
cheaper. On the other hand, the Soviets may not be persuaded
to enter into such an agreement unless they can be shown that
potential defensive options would make offensive countermeas-
ures on theii part futile.

gy weapons, rather than by the space based
interceptors (SBIs) envisaged for the first
stage of BMD deployments. The speed-of-light
velocity of directed energy would be needed
because the development f faster-burning
rocket boosters and faster-dispensing post-
boost vehicles (PBVs) would eventually per-
mit Soviet missiles to finish their boost phases
before the space-based interceptors (SBis)
could reach them.

The SDIO contends, however, that intercep-
tion of PBVs may suffice to meet SDI goals.
Although a fast-burn booster would burn out
inside the atmosphere, the PBV must clear the
atmosphere to dispense light-weight decoys.
It then would be vulnerabie to SBis. If SBI
interception of PBVs were adequate, directed-
enerﬂ]weapons might not be neoessa.r{. If suc-
cessfully develoved, though, they might prove
more cost-effective.

The interplay of offersive and defensive tech-
nologies is discussed in more detail in chap-
ters 6, 10, and 11 of this report.
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Table 3-5.-~-OTA’s Projections of Evolution of Ground- and Space-Based BMD Architecture

i Component Number Description Function
¥ Second phase (approxiinately 2000-2010) replsce lirst-phase components and add: .
: Airborme Optical 10s in flight Infrared sensors Track RVs and decoys, pass

System (AOS)
Ground-based Radars

10s on mobile platforms X-band imaging radar

High Endo-atmospheric 10008
Interceptors

Rocket with infrared seeker, non-
nuclear warhead

. Space Surveillance and  50-100 at few 1000s of  High-resolution sensors; laser
! Tracking Satellite km. range-finder and/or imaging
; (SSTS) radar for finer tracking of

) objects;

Ty

May carry battle management
computers

Each carries about 10 small
chemical rockets or “KKVs";
at low altitude,; lighter and
faster than in phase one

Atomic particle accelerator
(perturber component of
interactive discrimination;
additional sens:3: sateifites
may be needed)

Sensurs to measure neutrons or
gamma rays from vbjects
bombarded by NPB;
transmitters send data to
SSTS and/or battle
management computers

Third phase (approximately 2005-2115), replace second-phase and add:
Ground-based Lasers, 10s of ground-based Several laser beams from each
Space-based Mirrors lasers; 10s of relay of several ground sites bounce
. mirrors; 10s to 100s off relay mirrors at high
of bat: -~ mimrors altitude, directed ‘o targets by
battle mi.rors at lower
altitudes

. Space-based Interceptor 1000s at 100s of km
5 : Carrier altitudes

Space-based Neutral
Particle Beam (NPB)

10s to 100s at aititude
similar to SSTS

1008 around particle

Detector Satellites
: beam altitudes

information to ground battle

_ management computers for
launch of ground-based
interceptors

Cued by ACS, track RVs as they
enter atmosphere; discriminate
from decoys, pass information
to ground battie managers

Collide with RVs inside
atmosphere, but before RV
nuclear detonation could
cause ground damage

Track launched boosters, post-
boost vehicles, and grourd or
space-launched ASATs;

Track RVs and decoys,
discriminate RVs from decoys;

Command firing of weapons

On command, launch rockets at
anti-satellite weapons
(attacking BMD system),
boosters, PBVs, and RVs

Fire hydrogen atoms at RVs and
decoys to stimulate emission
of neutrons or gamma rays as
discriminator

Measure neutrons or gamma
rays emitted from RVs: heavier
objects emit measurable
neutrons or gamma rays,
permitting discrimination from
decoys

Attack hoosters and PBVs

SOURCE: Otfice of Technology Assessment, 1968, -
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Battle Management Architecture

. Specifying Battle Management Architecture

o Any BMD system architecture will contain
o a kind of sub-architecture, the “‘battle manage-
s ment architecture.” The battle management
design shows how BMD system components

would be integrated into a single coordinated

operating entity. The battle management soft-

ware, which would direct the battle manage-

ment ccmputers and control the actions of the
system, would carry the burden of integration.
A communications system would transmit
data and decisions among the battle manage-
ment computers and between the computers
and the sensors and weapons.

The system would probably divide the vol-
ume in which the battle would be fought into
a set of smaller battle spaces. A regional or
local battle manager would consist of the bat-
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tle management software and computer with
responsibility for controlling tke resources
used to fight within a particular battle space.
The battle manager and the resources it con-
trelled would be known as a battle group. The
battle management architecture specifies the
following:

* the physical location of the battle man-
agement compnters and the nodes of the
communications network;

¢ the method for partitioning resources into
battle groups so that battle management
computers have access to and control over
appropriate numbers and kinds of sensors
and weapons;

¢ a hierarchical organization that specifies
the authority and responsibility of the bat-
tle managers, similar to a military chain-
of-command;

® the role of humans in the battle manage-
ment hierarchy; _

» the method used for coordinating the ac-
tions of the battle managers through the
battle management hierarchy and across
the different battle phases so that har.d-
over of responsibility, authority, and re-
sources between boost, post-boost, mid-
course, and terminal phases would take
place smoothly and efficiently; and

e the organization of and the method used
for routing data and decisicns through the
communications network, probably crga-
nized as a hierarchy that would govern

how the nodes of the network were con-
nected.

Battle management architectures proposed
so far have varied widely in their approach to
these issues. For example, seme architects pro-
posed nlacirg their spuce-bssed battle manage-
ment computers on the same satellite plat-
forms as the Space Surveillance and Tracking
System (SSTS), some ca the carrier vehicles,
and some on separate battle management plat-
forms; some proposed that the battle managers
ex hange track information only among neigh-
bor battle managers at the same level of the
battle management hierarchy, while others
proposed that the same data also be exchanged
between upper and lower levels; some ar-
chitects permitted humans to intervene in the
midst of battle to select different battle strat-
egies while others allowed humans only to au-
thorize weapons release.

Table 3-6 describes two different battle man-
agement architectures that are representative
of those proposed. It shows th* physical loca-
tions of the battle managers, the criteria used
for partitioning resources into battle groups,
the data exchanged by the battle managers,
the methods used for coordinating responsi-
bility and authority between phases of the bat-
tle, the degree to which human intervention
would be allowed during battle, and the struc-
ture of the communications network.

Interaction Between Baitle Management
and System Architecture :

Battle management architectural decisions
would strongly affect the size, complexity, and
organization of the battle management soft-

Table 3-6.—Tw2 Representative Battle Management Architectures

Design by
location of
battie Data exchanged by Method of coordinating Degree of Communications
managers Partitioning criterion battle managers between battia phases human ntervention network organization
Design I Lncal batti= groups Object tracks Regional battle Humans authorize Two-tiered hierarchy
assigned to cover managyers control weapons release at
SSTS specific Earth-based hand-over between start of battie; can
geographic areas phases switch strategies
during battle
Design II:  Initially geographic, Heaith (weapon status) Al battle gers H authorize All nodes in line-of-
then by threat tube information use same criteria for weapons releass at sight of each other
Carrier (the path along target atlocation, start of battle are interconnected

vehiclies which a group of
missiles travels)

taking into account
locations of other
battle managers

SOURCE: Otfice of Technology Assessment, 1988.
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ware. Because of the close relationship between
the battle management computers and the
communicaticns network, such decisions also
would strongly affect the software that con-
trolled the computers forming the nodes of the
communications network. A good example of
the interaction among system architecture,
battle management architecture, and battle
management and communications sofiware is
represented by the controversy over how
widely distributed battle management should
be. The two extremes of completely central-
ized and completely autonomous battle man-
agers and a range of intermediate options are
discussed in both the Fletcher and Eastport
group reports and considered in all the architec-
turel studies.!

-Physica! Organization v. Conceptual Design

Analyses often Lave reflected confusion be-
tween the physical organization and the con-
ceptual organization of the battle managers.
The physical organization may be centralized
by putting all of the battle management soft-
ware into one large computer system, or be dis-
tributed by having battle management com-
puters on every carrier vehicle. Similarly, the
software may be designed as:

1. a single, central battle manager that con-
trols the entire battle;

2. & hierarchy of battle r-anagers, with lo-
cal battle managers each responsible for
a small battle space, regional battle man-
agers responsible for coordinating among
local battle manacers, and a central bat-
tle manager coordinating the actions of
the regional battle managers; or

3. as a set of completely independent battle
managers with no coordination among
each other.

Any of these three sof.ware designs might be
implemented using either a centralized or dis-

“'Report of the Study on Eliminating The Threat Posed by
Nuclear Ballistic Missiles. Vol. V., Battle Management, Com-
munications, and Data Processing, October 1983. This was the
only unclassified volure of the Fletche. rommission report. See
also “Eastport Study Group A Repa.t o the Director, Stra-
tegic Defense Initiative Organizai.on" /7 astport Study Group,
Marina Del Rey, CA. 1385). -

tributed physical organization. Varigtions on
the three designs, e.g., introducing mora levels
into the battlc manager hierarchy, are possi-
ble, but infrequently considered.

The physical organization and the concen-
tual design would impose constraints on each
other, and factors such as survivability and
reliability would drive both. A widely distrib-
uted physical design, involving many inde-
pendent computers, would impose too heavy
a synchronization and communications pen-
alty among the physically distributed compo-
nents of the software to permit use of a cen-
tralized conceptual design: the attendant

- complications in the software would make the

battic manager unreliable and slow to react.
Physi-al distribution requires the battle man-
agement soft ware on each computer to be rela-
tively autonomous. A system with completely
autonomous battle managers would perform
less well than a system with coiamunicating
battle managers. Accordingly, even a widely
distributed physical organization would likely
require some communications and synchroni-
zation among the battle managers.

A centralized physical design might not pro-
vide sufficient computer processing power for
acceptable performance, but would signifi-
cantly improve communications among the
battle managers. The result might simplify the
software development, and lead to greater soft-
ware reliability. Ou the other hand, such an
organizetion might result in a poorly surviva-
ble system: if the central computer were dis-
abled, the remainder of the aystem could not
function.

Integrating Battle Management Architecture
With System Architecture

Since the system architecture, physical bat-
tle management organization, and battle men-
agement software design affect each other, all
should be considered together. The relation-
ghips and interfaces among the battle manag-
ers should be defined either prior to or together
with definitiou of the physical organization of
the battle managers and their requiren:ents for
communication with each other and with sen-
sors and weapons. As the Fletcher report
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stated, “The battle management system and
its software must bhe designed as an integral
part of the BMD system as a whole, not as an
applique.’”*

Most of the SDI a: chitectures proposed so
far have shovn litcle evidence of an integral

~ design. Softvrare design has been largely ig-

nored, giving way to issues such as the loca-
tion of the battle management computers and
the criteria for forming battle groups. The
SDIO hasreported thet it is attempting to bet-
ter integrate cverall system architecture
studies and battle management studies in its
current phase of system architecture contract-
ing. However, the system proposed in mid-1987
for “‘demonst. ation and validation” seemed to
reflect no such integration.

Some Important Results of the System
Requirements and Design Work

Systems analysis for SDI is still, necesserily,
at a preliminary stage. Its most valuable con.
tribution so far has probably been the iden-
tification of key issues that research would
have to resolve satisfactoril y before the Nation
could make a rational decision to proceed to
development and deployment of BMD. In par-
ticular, the analyses have shown the following:

Boost-Phase Interception

Adequate boost-phase interception of mis-
siles is essential to make the m:d-course and
terminal interception problems manageable;
otherwise, the offense has the opportuvnity to
depioy so many decoys and other penetration
aids that they could swamp the cther defen-
sive layers. However, an adequate boost-phase
interception may, over time, be countered by
new cffensive weapons and still have done its
Jjob: after deploying all the faster burning
boosters and PBVs it could afford to counter
the boost-phase defense, the offense may not
be ablzto deploy enough decoys to ove.whelm
the mid-cowm se defense.

“Ibid.

Ultimate Need for Directed-Energy Weapons

As a corollary to the neod for effective boost-
Pphase interception, it will be important to have
a credible long-term system design which in-
cludes directed-energy weepons based in space
to carry out boost-phase interception against
boosters and PBVs that are too fast to be
reached by kinetic energy weapons. Without
such acredib'2 plan, the boost-phase intercep-
tors would face fairly predictable obsolescence.
(It is possible, however, to imagine the devel-
opment of new SBIs able to penetrats the u
per atmosphere; if launched Guickly enough,
they could then reach some boosters.)

Need for Interactive Discrimination

Because of the potential for Soviet deploy-
ment of hundreds of thousands of decoys that
passive sensors may not be able to differenti-
ate from RVs disguised as decoys (‘‘anti-simu-
lation”’), mid-course interception is likely to re-
quire means of perturbing RVs and decoys and
highly capeble sensors to detect the differences
in the ways the two kinds of objects react. Such
means of “interactive ciscrimination” have
been conceived but not yet built and tested.

Interdependence of Defensive Layers

Ideally, independent. layers of sensors and
weapcas would carry cut interception of each
phase of ballistic missile trajectory, thus elim-
inating common failure modes and common
nodes of vulnerability to hostile action. In fact,
for practical reasons, the system architects
gercrd.y produced designs with considerable
degrees of interdependence. In addition, as
noted above, ever if the functions of each layer
were perfurmed entirely independently, failure

. in one phase of interception (the boost-phase,

for example) can severely affect the potential
performance of succeeding phases.

Importance of Integrated Battle Management
Architocture

Initially, system architecture and battle
management architecture studies were sepa-
rately contracted for, prodncirg large dis-
crepancies among those who had studied eac™
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subject the most. The two sets of studies are
apparently now being better integrated, and
presumably subsequent designs will reflect
that integration.

Distributed Battle Msuagement

Altlough considerable work on designing
BMD battle management remains, analysis so
far makes clear the importance of a battle man-
agemerit system that make decisions in a dis-
tributed, as opposed tn centralized, fashion.
Atterapting to centralize the decisionmaking
would both impose excessive computing, soft-
ware engineering, and communications require-
ments and make the system more vulnerable

to enemy disruption.

Heavy Space Transportation Requirements
The system architecture designs now permit
better forecasts of the requirements imposed
by space-based systems for space transporta-
tion capabilities—capabilities far beyond those
the United States now possesses. (Primarily
ground-hased architectures do not share this
problem.) .

Requirements for Assured Su-vival

There appears to be general agreement on
the importance of significantly reducing offen-
sive force developments if one hopes to pro-
vide mutual assured survival for the U.S. and
Soviet populations.

IMPORTANT SYSTEMS ANALYSIS WORK REMAINING

The SDI architecture studies have just be-
gun to address the ccmplex problems of de-
signing a working, survivable BMD system
with prospects for long-term viability against
a responsive Soviet threat. Thus far, the ar-
chitecture studies have served the useful pur-
pose of helping to identify the most critical
technologies needing further development. Fu-
ture system designers would have to integrate
the technologies actually available—and mass

producible—into deployable and workable

weapon systems. :

Given that the system architects and SDIO
are just over 2 to 3 years into an analytic ef-
fort that will take many more years, it is not
a criticism to say that much work remains.
However, it appears to be the case that the anal-
ysis supporting tne first-phase architecture that
SDIO propesed in mid-1987 simply did not ad-
dress many ‘ey questions. The following are fur-
ther tasks that analysts should carry out to help

" both the executive and legislative branches judge

the potential effects of decisions on BMD.
Further Strategic Nuclear Force
Exchange Work

The strategic nuclear exchange modeling
done so far by the SDI system architects pro-

vides a useful beginning to the larger and
lengthier task of developing the information
that will be needed for a nat.onal decision on
whether to deploy BMD. If the limitations of
these kinds of simulations :w@re borne carefully
in mind, they can help one vo understand how
BMD might affect the calculations of U.S. and
Sovizt national leaders, both in decisions about
peace and war and in decisions about long-term
strategic policies. They can also help to clar-
ify the assumptions all participants bring to
the U.S. national debate about BMD.

Introduce Comparability Among Analyses

It is desirable to have competing sets cf com-
puter simulation models for analyzing the saine
questions. In that way, decisionmakers could
compare differing conclusions and identify the
underlying assumptions of each. (Comparisons
could also uncover errors in implementation
of the models.) Analysts should run differeat
models using the same sets of data about the
Soviet missile threat, the same configurations
of defensive systems, and the same offensive
and defensive strategies an< tactics. Thus far,
differences in these elements have made the
analyses of the system architects difficult to
compare and judge.
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Further Analyses of Soviet
Offeusir e Desponses

The sinwlations run s» far have examined
only limi.ed variations on Soviet attack plans
in the face of growing U.S. defensive capabil-
ities: the assumption is made that the Soviets
have an inflexible list of targets. The Soviets
are assumed to optimize their exact attack plan
to destroy the highest possible number of those
targets at some level of confidence. Suppose,
however, that if defenses drastically reduced
Soviet confidence in their ability to destroy
hardened military targets, they concentrated
on softer military and economic targets.
Analysts must carry out further exploration
of this possibility if decisionmakers are to un-
derstand the full implications of BMD for all
types of deterrence (see table 3-1).

Assumptions About Deterrence

An analytic focus on an inflexible Soviet tar-
get plan seems to be related to a simplified
model of potential Soviet motives for attack.
The usual working assumption seems to be
that the Soviets would decide to launch a nu-
clear strike on the United States on the basis
of calculations about the probabilities of de-
stroying certain percentages of various types
of targets. In this view, above a certain thresh-
old for one or more of these probabilities, the
Soviets would be willing to strike, and below
it they would not because they could not ac-
complish their military purposes. One target
set would be the weapons and command-and-
control facilities that would permit a U.S. nu-
clear retaliation. But the exact role in Soviet
decisionmaking attributed to fear of retalia-
tion—as opposed to accomplishmert of other
military objectives—remains unclear. The nu-
clear exchange models should make more explicit
their assumptions about the weightings giver
to denial of military objectives as opposed to the
likelihood and intensity of U.S. retaliation as en-
forcers of deterrence.

Analysts should attempt to identify the in-

- crement of uncertainty added to the Soviet cal-

culus of nuclear war provided by levels of defen-
sive capability that might increase Soviet
uncertainty about achievirg attack objectives,

but that could not assure denial of those objec-
tives. Muny things could go wrong with a nu-
clear attack precisely scheduled to achieve a
specific set of goals (such as knocking out a
given percentage of U.S. retaliatory capabil-
ity). How mucki uncertainty would a given level
of BMD add to that which already exists?
What are the potential Soviet responties to this
additional uncertainty?" To what ext snt would
the increment of uncertainty strengthen de-
terrence? At what cost per increment of
strengthened deterrence? :

Strategic Stability Analyses

Closely related to the question of Soviet at-
tack motivations is the question of strategic
stability. In its 1985 report on BMD, OTA em-
rhasized the importance of exploring this ques-
tion theroughly.

A simplified approach to crisis stability is
as follows: in a military confrontation with the
United States, Soviet decisionmakers would
calculate whether or not they could achieve a
given set of military objectives by launching
a strategic nuclear first strike. If the objectives
seemed attainable, they would strike; if not,
they would refrain. The system architects have
considered this scenario.

Another possibility they should address,
however, is that Soviet perceptions of a likely
U.S. first strike might afiect Soviet behavior.
System architects have been understandably
reluctant to run or to report extensively on
simulations in which the United States is as-
sumed to strike first. Such analyses might im-
ply to some that a change is being contem-
plated in U.S. policy not to launch a preemptive
strategic nuclear first strike. Nevertheless,
such analysis needs to be done, niot because
the United States would launch such an attack,
but because the Soviet Union might not be-
lieve that it would not.

BA po_s_;ibility suggested by one reviewer of the OTA study
is that the Soviets discover, unbeknownst to the United States,
a way of disabling the U.S. BMD system (perhaps by spoofing
its command and control system). Further, the Soviets validate
their countermeasure with undetected techniques before actu-
ally launching an attack. Certain that their teclnique will work,
and their cffensive forces augmented in response to the U.S.

defensive deployments, the Soviets in this scenario end up more
certain about the probable success of their attack than before.
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It is conceivable, for example, that Soviet
strategic exchange calculations could show
that a U.S. first strike, backed up by U.S.
BMD, might allow the United States torecuce
significantly the damage from a Soviet “ragged”
retaliation.' On the other hand, a Soviet first
strike might have an analogous effect. If the
Soviets believed that the United States, ex-
pecting a Soviet strike, might strike first, then
the Soviets might try to get in the first blow.
Thus, they would not make their decision to
strike on the basis of accomplishing a clear set
of military objectives, but instead on the ba-
sis of choosing the less terrible of two cata-
strophic outcomes. :

Even if the Soviet Union and the United States
avoided a nuclear crisis in which such calcula-
tions might play a role, the calcuiations could
still influence the longer-range Soviet responses
to U.S. BMD deployments. The Soviets might
decide that it was extremely important to them
to maintain a “‘credible” nuclear threat against
the United States, and therefore be willing to
spend more op maintaining offensive forces than
“cost-exchange” ratios would seem to justify.

Administration officials have repeatedly
stated their desire to negotiate (or find unilater-
ally) a “‘stable transition’ path to a world in
which strategic defenses play alarge role. Find-
ing such a path would require careful analysis
of the incentives presented to Soviet leaders by
U.S. actions. Estimating the consequences of a
hypothetical U.S. attack is one key part of such
an aaalysis. Only then might U.S. analysts
identify offensive and defensive force levels
that both sides could believe served their secu-
rity. Some of this analytic work has been
started, but more is necessary.

U.S. Responses to Soviet BMD

It is entirely possible that the Soviet Union
will not wait until the United States decides
whether deploying BMD is a good idea or not,
but instead will unilaterally choose to expand

A “ragged” retaliation is one carried out after the first strike
has destroyed at least portions of the nation’s strategic forces
and possibly degraded its command and control system, resuli-
ing in a relatively unstructured, diiuted counter-attack.

its own BMD system.* The United States con-
ducts BMD research in part to be able to re-

‘spond in kind to such a decision. The system

architects for SDI have conducted simulations
to show how a responding U.S. BMD deploy-
ment might restore the U.S.-Soviet strategic
balance. Before the United States chose such
a response, however, two other kinds of anal-
ysis are desirable. First, analysts should com-
pare the BMD option with the option of circum-
venting Soviet BMD by means of increasing
U.S. air-breathing, low-flying cruise missile
forces. Second, researchers should determine
the ability of U.S. technology to find adequate
offensive countermeasures to Soviet BMD.

These questions are partly amenable to the
strategic exchange modeling technique. In the
first case, the model could assume various
numbers of cruise missiles with varying levels
of probability of penetration in battle scenarios
in which Soviet BMD was degrading the abil-
ity of U.S. ballistic missiles to get through.
Analysts could compare these outcomes to
those of similar scenarios in which the U.S. de-
ployed BMD instead of additional cruise mis-
siles. Then they could estimate quantities of
BMD and cruise missiles rejuired to produce

similar outcomes. This information could pro-

vide the basis for cost-effectiveness compari-
sons between BMD and cruise missiles once
data on the actual costs of the two types of
systems became available.

Similarly, analysts could plug into the simu-
lations the increases in warhead penetration
ot Soviet defenses caused by U.S. offensive
countermeasures. Once estimates were avail-
able for the costs of these countermeasures,
analyses could develop some idea of the rela-
tive cost-effectiveness of offense and defense.

#As permitted by the ABM Treaty, the Soviets have retained
a limited, nuclear-armed ballistic missile defense system in the
Moscow area; they are currently expanding the system to the
full 100 interceptors permitted by the treaty, and could con-
ceivably replicate the system elsewhere. They have also con-
structed a series of phased array radars around the Soviet Union
which would provide warning and limited battle management
capabilities for such an expanded system.
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Analysis of Alternate Defensive Measures

The lesser goals of strategic defense—that
is, enhancing deterrence by increasing Soviet
uncertainty or denial of various military
obje.tives—have thus far been considered as
preliminary benefits on the way toward ex-
tremel;’ high degrees of population protection.
Therefore, alternate means of achieving the
lesser goals as ends in themselves have not
been analyzed. A few examples might clarify
this point.

Defense of Land-Based \CBMs.—If strength-
ening deterrence by increasing the survivabil-
ity of U.S. land-based retaliatory forces, espe-
cially ICBMs, were the goal of deploying BMD,
then the system designs done for the SDI
might not be optimal.’ Instead, ground-based,
low-altitude interceptors located relatively
near the missiles to be defended might be less
expensive (unlike cities, hardened missile silos
or capsules might withstand low-altitude nu-
clear explosions). In addition, the United
States would want to consider how it could use
various forms of mobile or deceptive basing
of ICBMs in conjunction with limited BMD
to make the enemy’s cost of attacking the mis-
siles prohibitive. ~

Careful analysis of the goal of 